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STATEMENT OF OBJECTIVE

Information Technology Applications Center (ITAC) Technical Support

(31 August 2004)

I.
Description of Services

The MSG operates a state-of-the-art experimentation facility to assist DoD customers in identifying the cost effective products and processes needed to meet or exceed their requirements and to achieve rapid improvements to Air force operations.  The Information Technology Applications Center (ITAC) provides the capability to demonstrate, experiment, and prototype innovative information technology applications in an integrated and interoperable environment.  The ITAC’s capabilities facilitate a quicker understanding and implementation of new technologies and solutions at the best possible value for our customers.

II.
Service Delivery Summary

SERVICE DELIVERY SCHEDULE

	Performance Objective
	SOW Para.
	Performance Threshold (Standards)

	(SDS-1) Technical Effectiveness
	Section II, 

Paragraphs 2.1 through 2.2 
	Performance is considered acceptable upon completion of at least 60% of action items on date after suspense date.

	(SDS-2) Technical Responsiveness
	Section II, Paragraph 4.3
	Performance is acceptable when the number of days necessary to fill a vacancy is 35 calendar days or less.

	(SDS-3) Business Practices
	Section II, Paragraph. 2.1.1
	Performance is acceptable when three or fewer discrepancies exist between the monthly financial report and the actual invoices. 


SDS-1 – Technical Effectiveness-Action Items

SOW. Section II, paragraph numbers 2.1 through 2.2
1.
METHOD OF SURVEILLANCE:  Periodic
2.
FREQUENCY:  Quarterly
3.
PERFORMANCE REQUIREMENT: An excellent rating will be awarded if 81% or more of Action Items are completed on or before the assigned suspense dates.  Performance is considered acceptable (satisfactory) upon completion of at least 60% of the action items on the date after the suspense.  Performance is considered unsatisfactory (unacceptable), if completion of less than 60% of the action items are still open more than one day after the suspense.  The Government reserves the right to terminate the contract if performance is below the acceptable level for two consecutive quarters.

4.
INSPECTION PROCEDURE: Checklists are used to list all of the criteria necessary for successful completion, coordination, and approval of activity, product, or event.  Any checklist requirement that is not completed is given an Action Item.  Timely completion of Action Items is critical to meet schedule milestones.  Action Items are given a suspense date for completion and are recorded in the ITAC database for tracking and monitoring.  If the unsatisfactory metric continues for more than two quarters, the Government reserves the right to terminate the contract/performance agreement.

5.
PHASE-IN PERIOD:  There will be no phase-in period.

SDS-2– Technical Responsiveness-Vacancies

SOW, Section II, paragraph number 4.9

1.
METHOD OF SURVEILLANCE:  Periodic
2.
FREQUENCY:  Quarterly
3.
PERFORMANCE REQUIREMENT:  An excellent rating will be awarded if the manpower vacancy is filled in 28 calendar days or less. A satisfactory rating will be awarded if the vacancy is filled between 29 and 35 calendar days. An unsatisfactory rating will be awarded if the vacancy is filled in 36 or more calendar days.

4.
INSPECTION PROCEDURE: The Performance Metric used to measure the Contractor’s technical responsiveness will be the number of days necessary to fill a manpower vacancy.  The starting date will be the date when formal notification by the Contracting Officer is given to the Contractor after the CO has approved the resume.  The ending date for this Performance Metric will be the date the contractor resource is on site.  If the unsatisfactory metric continues for more than two quarters, the Government reserves the right to terminate the contract/performance agreement.
5.
PHASE-IN PERIOD:  There will be no phase-in period.

SDS-3– Business Practices-Financial Reporting Discrepancies

SOW, Section II, paragraph number 2.1.1

1.
METHOD OF SURVEILLANCE:  Periodic
2.
FREQUENCY:  Monthly
3.
PERFORMANCE REQUIREMENT:  An excellent rating will be awarded if there are zero discrepancies between the monthly financial reports and the actual invoices.  Performance is acceptable (satisfactory) when three or fewer discrepancies exist between the monthly financial report and the actual invoices.  Performance is unacceptable (unsatisfactory) when four or more discrepancies exist between the monthly financial report and the actual invoice.  To compensate for late receipt of invoices, measurement will occur in the month the invoices are received and will be compared to the Monthly Report associated with that month’s invoices.

4.
INSPECTION PROCEDURE:  The Performance Metric used to measure the Contractor’s business practices will be the degree of correctness between the monthly financial reports (attached to the Monthly Status Report, CDRL # A004) and the actual invoices.  If the unsatisfactory metric continues for more than two quarters, the Government reserves the right to terminate the contract/performance agreement.
5.
PHASE-IN PERIOD:  There will be no phase-in period.

Performance Metric Tracking Log for SDS-1:

Technical Effectiveness-Action Items
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*THIS NUMBER WILL BE NEGATIVE IF THE ACTION ITEM IS COMPLETED AFTER THE SUSPENSE DATE (LATE) AND POSITIVE IF THE ACTION ITEM IS COMPLETED BEFORE THE SUSPENSE DATE (EARLY). IF THE ACTION ITEM IS COMPLETED ON THE SAME DAY AS THE SUSPENSE DATE, THE NUMBER WILL BE ZERO.

Performance Metric Tracking Log for SDS-2:

Technical Responsiveness-Vacancies

	CONTRACT DELIVERY ORDER #
	DATE FORMAL NOTIFICATION GIVEN BY CO
	DATE RESOURCE IS ON SITE
	# DAYS TO FILL VACANCY

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Performance Metric Tracking Log for SDS-3: Business Practices-Financial Reporting Discrepancies
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2.0
The contractor shall comply with the following applicable documents:

· Defense Information Infrastructure Common Operating Environment (DII COE) Integration and Run Time Specification (I&RTS),  (current version at task award)

· Defense Information Infrastructure (DII) Common Operating Environment (COE) Baseline Specifications, (current version at task award)

· Defense Information Infrastructure (DII) Common Operating Environment (COE) Segment Development Guide (current version at task award)

· Global Command Support System (GCSS)-AF Developer’s Guide (current version at task award)

· DoD Joint Technical Architecture (JTA), (current version at task award) http://www-jta.itsi.disa.mil/jta/jtav2_dnld.html
· Joint Technical Architecture - Air Force, V2.0, Fifth Working Draft, January 1999 (or current version at task award)

· Air Force Implementation Plan for the DoD Joint Technical Architecture (JTA), (current version at task award)

· DoD Technical Architecture Framework for Information Management  (TAFIM) Vol. 6

· DoD 5200.28, Security Requirements for Automated Information Systems, (current version at task award)

· DoD 5200.28-STD, DoD Trusted Computer System Evaluation Criteria and its associated National Computer Security Center (NCSC) “Rainbow Series”, (current version at task award)

· Air Force Systems Security Instruction 5024, Volumes I, II, III & IV, (current version at task award)

· AFI 33-110 Data Administration Program (current version at task award)

· IEEE/EIA 12207.2- March 1998: Institute of Electrical and Electronics Engineers/Electronic Industries Association, Standard for Information Technology
· Key Practices of the Capability Maturity Model (CMM) Version 1.1, Software Engineering Institute, Carnegie Mellon University

· MSG Organization Standard Software Process (OSSP), August 30, 2002

· Chapter 1 (Infrastructure)

· Chapter 2 (Maintenance)

· Version R4 (Tech Refresh and New Development Systems)
· AFMC Data Depot Initiative Architectural Guidelines, MSG, December 9, 1997

· NCI Spectrum System Development Architecture Software Construction Overview, (current version at task award) 

· DoD Standard 8320 – January 1, 1993

· A Guide to Federal Requirements for Financial Management Systems (DFAS Guidebook), Dated June 2001

· Department of Defense (DoD) Documents

· Financial Management Regulation (DoD 7000.14-R)

· DoD ADP Internal Control Guideline (DoD 7740.1-G) 

· Other suggested publications that can be found at http://afpubs.hq.af.mil/elec-products/.

· DoD 7000.14-R (Volume 11B), (current version at task award)

· Joint Financial Management Improvement Program (JFMIP) Requirements Series FFMSR-1, Core Financial System Requirements, (current version at task award)

· OMB Circulars A-11, A-125, and A-127, (current version at task award)

· GAO Title 2 of GAO Policy and Procedure Manual for the Guidance of Federal Agencies, (current version at task award)

· AFI 33-122 Computer Systems Manuals

· AFI 36-2201 Developing, Managing, and Conducting Training

· AFPD 99-1 Test and Evaluation Process

· AFI 99-101 Developmental Test and Evaluation

· AFI 99-102 Operational Test and Evaluation

· DMSI Program Management Plan and associated documentation

· Test Engineering Management Plan

· Configuration Management Plan

· DoDD 5000-1 – Defense Acquisition Systems – October 23, 2000


2.1 Program Support Activities (Tasks).

The contractor shall perform ITAC program technical support activities to assist the ITAC manager in helping Program Managers and customers refine their project requirements, schedule and coordinate ITAC projects and assess performance and associated risk of ITAC projects based on scheduled activities.  When necessary, the ITAC team will assist in the development of high-level documentation and lessons-learned reports.  Areas of concentration for this effort include project infrastructure support and analysis, risk management, scheduling of equipment – both hardware and software, and projects.  The Contractor shall assist the Government ITAC Manager in monitoring projects, maintaining the ITAC infrastructure, isolating causes of performance problems, and offering recommendations for returning to the plan.  The Contractor shall also assist in preparing the appropriate documentation required for the ITAC (i.e., Yearly Economic Analysis, Business Case Analysis, equipment and software inventories).  This section describes general tasks and functional areas that the contractor shall be required to perform.

2.1.1
Contractor Lead / UNIX Expert shall:

· Assist ITAC government manager, vendors, and customers in clarifying requirements and hardware and software needs in order to test out new ideas.  Provide a point of contact for ITAC contractor personnel for assignment of projects and contractual work.

· Interface with all areas affected by the project including end users, computer services, and client services.  Assist in defining project scope and objectives.

· Conduct and attend project meetings and be responsible for project tracking within the ITAC.

· Ensure adherence to quality standards in support of current DoD, USAF, AFMC, and the MSG initiatives and review project deliverables.

· Coordinate and recommend action to direct the analysis and solution of problems. 

· Develop work plans, schedules, project estimates, resource plans, and status reports.

· Provide technical input regarding purchasing requirements

· Investigate/evaluate the current viability to deploy new technological advances to help meet strategic business goals.
· Provide technical expertise to implement and maintain a highly integrated
· Client/Server environment to meet service levels for performance and availability.

· Provide oversight and support for the installation, integration, and support of UNIX, Linux, and Microsoft computer operating system software, network software, Apache, Microsoft IIS, and IBM Web Sphere.

· Provide oversight of Web servers using Secure Socket Layer (SSL) module, application software, Oracle, and other database software, computer hardware, and supporting SAMBA network file sharing systems.

· Perform system maintenance such as backups on ITAC hardware as necessary

· Assist ITAC members in the day-to-day operations of the ITAC such as cleaning and facilities maintenance

· Effectively communicate with team members, customers, and management

· Coordinate all personnel assignments and duties to ensure all Projects/Programs are supported as needed per the ITAC Manager 

· Develop detailed project plans, and coordinate activities in the ITAC as necessary

· Provide a monthly report of ITAC activities in accordance with CDRL# A004

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.1.1 Additional tasks for all ITAC contractor positions:

· Assist in performing necessary backups on all equipment in ITAC as necessary

· Trouble shoot printers/network/security issues as necessary

· Assist in installing and configuring all Microsoft Standard and Enterprise level server software.  (May be assisted at times by the proprietary vendors in the performance of these installation tasks)

· Attend Information Technology conferences concerning network security and emerging technologies

· Assist in ITAC Lab facility and network upgrades, management and maintenance

· Work unsupervised and adapt to a rapidly changing work environment.

· Assist ITAC members in the day-to-day operations of the ITAC such as cleaning and facilities maintenance

· Travel as required

2.1.2 Senior Infrastructure Engineer shall:
Install ITAC infrastructure equipment (hardware and software), and must be experienced in a wide range of products to include Cisco Pix, Sidewinder firewall, routers, hubs, and various other networking leading edge devices.

· Assist in maintaining firewall configuration and audit logs. 

· Assist and coordinate with Government Project Manager and other team members in planning for incoming projects and upgrading hardware and software purchases as well as assist in planning and upgrading conference/training areas.

· Assist ITAC personnel in hardware and software purchases.

· Prepare ITAC infrastructure drawings as needed

· Establish and maintain network monitoring, (general status, volume, intrusion attempts, virus protection, etc).

· Work with the proprietary vendors and Air Force customers to ensure that the proper infrastructure support is in place to include but not limited to:

· LAN lines, phone lines, network connections, electrical connections, floor space; maintain domain name server as necessary

· Assist with other DoD Lab projects as needed

· Assist in ITAC meetings as necessary

· Assist in maintaining current inventory of ITAC; and

· Assist in keeping the ITAC functionally organized and physically presentable at all times for unannounced visitors.

· The contractor shall serve as the Primary Equipment Custodian for the ITAC hardware and software.  These tasks include but are not limited to:

· Periodically conduct hardware and software inventory checks, maintain appropriate records for all equipment, and track all equipment to its current location and/or its current user

· Ensure that all shipping documentation is properly annotated with date of receipt and receiver name (clearly written on the document) and provided to the appropriate government rep that placed the order and the ITAC manager

· Ensure that all Bailment Agreements are properly coordinated, copied, and disseminated; that all equipment acquired via a Bailment Agreement is properly protected, maintained, tracked, and returned in a timely manner

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.3. Senior Unix Engineer shall:

· Install, configure, and maintain Sun Solaris UNIX 7, 8, 9, and 10 running Common Desktop Environment (CDE), and Gnome.

· Install and configure Apache, Open SSH, Open SSL as well as addition modules or software per customer’s request.

· Install, configure, and maintain Tarantella software.

· Administer hardware platforms to include but not limited to: E220, E250, E420, E450, V480, V880, SunFire 240, 280, V65-x86, 3510 SAN unit.

· Utilize the VI Editor efficiently – (this is a mandatory requirement)

· Read and decipher the various system log files on a UNIX server platform

· Provide Sunray Thin Client setup, administration and support

· Provide Common Desktop Environment (CDE) and customization as needed

· Install, configure and maintain ISC Bind 8.x and 9.x Domain Name Servers.

· Update and maintain (DNS) database records and perform server maintenance on V120 hardware platform.

· Remotely administer UNIX servers from a Linux or Windows workstation using secure methods such as Secure Shell, Putty, and Exceed

· Perform the following tasks when needed:  Backup, clone, and restore all ITAC systems using system specific methods and software such as Ghost, ARCServe, UFS dump, and TAR, and Veritas Net Backup.

· Obtain and apply software, hardware, and security related patches to all Operating Systems in use in the ITAC when required

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.4
Security Specialist shall:
· Support and maintain ITAC security for all ITAC personnel as well as the hardware, software, and network computer systems in support of current DoD, USAF, AFMC, and MSG, initiatives.  Specific rules and guidelines for ITAC visitors, customers, vendors, and projects must be maintained and enforced.

· Effectively communicate with enterprise security team members, customers, and management

· Consult with Subject Matter Experts (SME) to provide technical information to resolve or clarify security issues

· Coordinate required paperwork for any port exception openings as required

· Plan, document and implement/enforce ITAC security policies to include but not limited to physical security, software security, disaster contingency plan, acceptable use policy, security awareness, and policy compliance

· Evaluate proposed and existing complex interrelated systems by using security certification and accreditation methodology (DITSCAP).  In addition, the ITAC security officer is responsible for the updating and technical evaluation of the DITSCAP documentation.

· Perform installation of security products by participating in analysis of current system environment, using technical tools and utilities, performing product customization, and developing implementation and verification procedures for implementation of security components

· Participate in the development of specialized programs and utilities through the use of advanced techniques to support unique security requirements specific to the ITAC Lab environment

· Document and archive software patch baseline information needed to maintain the ITAC lab environment

· Develop detailed project plans, and coordinate security activities in the ITAC

· Assist in installing ITAC infrastructure equipment (hardware and software), and must be experienced in a wide range of products to include Cisco Pix, Sidewinder firewall and various other networking leading edge devices.

· Maintain firewall configuration and audit logs.

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.5
Oracle Data Base Administrator (DBA) shall:

· Support and maintain Oracle databases (9i, 11i) on ITAC computer systems in support of current DoD, USAF, AFMC, and MSG initiatives.  

· Read and decipher the various log and tracing files from a database to help in troubleshooting problems

· Set up database clients, administration, user training and support, and Common Desktop Environment (CDE) use and customization

· Perform remote administration of Oracle servers from a Linux or Windows workstation using secure methods such as Secure Shell, Putty, and Exceed

· Have a working knowledge of various Operating System setup and maintenance -- Linux, Windows NT, Windows 2000, and Windows XP.  Dual-boot experience is a plus

· Backup, clone, and restore all Oracle ITAC databases using system specific methods and software such as OEM, RMAN, OMS jobs run at business appropriate hours

· Obtain and apply software patches, hardware, and security related patches to all Operating Systems in use in the ITAC

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.6.
NT / Test Engineer shall:

· Test new software and hardware as well as support and maintain ITAC computer systems in support of current DoD, USAF, AFMC, and MSG initiatives.

· Assist customers in testing products in the ITAC to determine if these products meet their requirements.  Assistance in preparing or editing their test scripts may be required.  

· Provide technical input regarding purchasing requirements

· Effectively communicate with enterprise security team members, customers, and management

· Responsible for portions of the configuration management (CM) process to document and archive software patch baseline information needed to maintain the ITAC lab environment

· Develop detailed project plans, and coordinates activities in the ITAC as necessary

· Additional tasks:   (see paragraph 2.1.1.1).

2.1.7
System Administrator/Graphics Developer shall (need two (2))

· Install, configure, and patch Microsoft workstation and laptops with version of Windows 2000, Windows XP, per Security Managers request.

· Maintain ITAC hardware and software inventory list and be able to track all equipment including the information required for the Tri-Annual Report.

· Perform, support, and maintain a myriad of multimedia software products and associated hardware equipment in support of ITAC demonstration projects, proof-of-concept efforts, and rapid-prototyping projects in support of current MSG, AFMC, and USAF initiatives.  These technical specialist efforts within the ITAC may include limited development / demonstration tasks in support of projects, and rapid prototyping efforts.  The contractor assigned these responsibilities will require a variety of technical video production skills and the necessary experience to perform these tasks.  Experience in the following is required:

· DPS Velocity 7.6 and 8 
· Adobe Aftereffects 5.5
· Lightwave 3D
· Macromedia Studio MX
· Sonic Foundry SoundForge
· Digital Fusion
· Adobe Photoshop
· Adobe Premier
· Camtasia Studio
· Synelec LMV-1200 VideoWall
· Additionally, this position will require a level of technical expertise that will enable the production of E-Learning modules, videotape production of MSG functions such as Directors Call, and special meetings/Keynote speakers at government conferences/functions utilizing a variety of post-production hardware components and the previously identified COTS software.  This position will require the contractors to obtain and apply software patches, hardware and security related patches to Operating Systems in related to this position and in compliance with current government regulations and directives.

· Additional tasks:   (see paragraph 2.1.1.1).

2.2  Optional Unfunded Positions: (Possible future requirement)

Due to proposed expansion of the ITAC, additional positions may be required prior to the end of the base year or at the beginning of the option years as follows:

· Option for additional support for ITAC Building 266

· Unix / Sun Solaris Expert(s) (approximately 2)

· HP Expert

· Backup Oracle DBA

· Oracle 11i Applications Expert(s) (approximately 2)  (See Para 2.2.1)

· Additional Test Engineer(s) (approximately 4)  See Para 2.1.6

· Option for supporting Building 271

· Site Manager

· DB Administrator

· Unix and NT System Administrators

· Inventory Manager

· Test Engineer  See Para 2.1.6

· Option for supporting Off-base Site (Springfield, Ohio)

· Site Manager

· DB Administrator

· Unix and NT System Administrators

· Inventory Manager

· Test Engineer  See Para 2.1.6

2.2.1  Oracle 11i Applications Engineer shall:

· (Will not require the Oracle 11i Apps Engineer at time of award/ this is an anticipated future requirement) to support and maintain ITAC Oracle 11i applications in support of current Materiel Systems Group (MSG) Air Force Materiel Command (AFMC), and USAF initiatives.  The application engineer’s efforts and workstation management within the ITAC shall include limited development tasks in support of projects, and rapid prototyping efforts.  The contractor assigned these responsibilities may require the following skills and experience to perform these tasks:

· Support and maintain ITAC computer systems in support of current Materiel Systems Group (MSG) and USAF initiatives

· Install and administer Oracle 11i Application Server in support of current Materiel Systems Group (MSG) and USAF initiatives

· Research and Installation of required patches for Oracle 11i Application Server

· Configuration of Oracle 11i Application Server to work with customers and other 3rd party Applications

· Support and Administer Oracle Database that is connected with Oracles 11i Application Server

· Research and implementation of new releases of Oracle Application Server

· Sun Solaris versions 7 and 8 Enterprise Server setup and administration

· Hardware platforms include E220, E250, E420, E450, V480, V880, Sunfire 4800 dual domain and Sunfire 280

· Experience with the VI Editor is a mandatory requirement

· Ability to read and decipher the various system log files on a UNIX server platform

· Sunray Thin Client setup, administration, user training and support, and Common Desktop Environment (CDE) use and customization

· Solaris, CDE workstation installation and maintenance

· Solaris 8 Domain Name Server (DNS) database entry and server maintenance (Ultra 5)

· Demonstrated experience with remote administration of UNIX servers from a Linux or Windows workstation using secure methods such as Secure Shell, Putty, and Exceed

· Demonstrated experience with various Operating System setup and maintenance –such as Linux, Windows NT, Windows 2000, Windows XP; Dual-boot experience is a plus

· Demonstrated experience with Intel X86 Solaris setup is a plus

· Backup, clone, and restore all ITAC systems using system specific methods and software such as Ghost, ARCServe, UFSdump, and TAR

· Secure Shell (SSH) and Secure File Transfer Protocol (SFTP) data encryption installation and account setup

· Obtain and apply software, hardware, and security related patches to all Operating Systems in use in the ITAC

· Additional tasks:   (see paragraph 2.1.1.1).

3.0  Government Furnished Facility, Utilities and Services.

3.1  Utilities.  The government shall furnish utilities at no cost to the contractor for performance of this contract if performed on a government installation.

3.2  Facilities, Supplies, and Services.  The Government will make available to the contractor the following resources during the specified period of performance:

a.  Facilities at Wright Patterson AFB, OH, as required: working space, telephones, tables, filing cabinets, and containers suitable for storage of reference material comparable to that provided to Government personnel

b.  Suitable computer access and tools

c.  Access to all Government facilities as required to perform in accordance with this SOO.  Contractor personnel will be subject to all Military Rules and Regulations while working on a military installation

d.  Access to required Air Force directives, publications, and documentation

e.  Necessary, available, and reasonable access to personnel.  The contractor shall coordinate all contact with Government and other contractor personnel through the Government Program Manager.

3.3  Security Police and Fire Protection.  The government shall provide general on-base Security Police service, fire prevention and protection, inspections and maintenance of government-furnished fire extinguishers and systems, pest control, and ground maintenance.  Fire Department and Security Police phone extension is 911 for emergencies, 777-3021 for routine calls to the Fire Department.  The Security Police routine call number is 777-3056.

3.4  Physical Security.  The contractor shall conform to the provisions of AFI 31-209, The Resource Protection Program, for safeguarding the government-furnished facilities and material contained therein.  The contractor shall be responsible for safeguarding all government property; equipment and materials shall be secured.  The contractor shall be responsible for any damage caused by his personnel to the building, finishes, furnishings, equipment, etc., and shall repair, clean, replace, or restore damaged items to the condition existing immediately prior to the item being damaged.

4.0  General Information.

4.1  Place of Performance:  The Contractor shall perform support services under this task order primarily at the Government site, located at 4225 Logistics Ave, Wright-Patterson AFB, OH  45433.

Travel:  The contractor may be required to travel to other Government or contractor sites in the performance of this contract.  All travel shall be performed in accordance with the Government Joint Travel Regulation (JTR) and reimbursement shall not exceed that allowable by the JTR.  The contractor shall only perform travel when requested to do so by the Government Program Manager and approved by the Contracting Officers Representative (COR).

NOTE:  All travel is on a cost reimbursable basis; therefore travel cost estimates against the Travel CLIN are not required in the contractor proposal.

4.2  Period of Performance:  The period of performance shall be from contract award (on or about 28 September 2004 through 27 September 2005, with the following option periods:

· Option Periods:
28 September 2005 through 27 September 2006

28 September 2006 through 27 September 2007

28 September 2007 through 27 September 2008

28 September 2008 through 27 September 2009

4.3  Contractor Personnel Requirements:  The Contractor shall provide skilled personnel with a minimum of journeyman/intermediate knowledge of and experience with the following Microsoft applications: Word, Excel, PowerPoint, Outlook, and Project.  MSG/ES reserves the right to review resumes to ensure that the proposed person’s capabilities are satisfactory.  The Contractor shall be familiar with all the appropriate DoD, Air Force, MSG and MSG/ES regulations, policies, directives, procedures and supplements and shall have a broad-based IT background.  Résumé’s shall be submitted with the contractor proposal for review by the government.

4.4  Prohibitions:  The contractor is prohibited from employing the government Quality Assurance Personnel (QAP) or Contracting Officer Representative (COR) who is surveying work performed under this contract during the entire period of performance of this contract.

4.5  Quality Assurance Personnel (QAP).  The government will evaluate the contractor’s performance.  The QAP and designated alternates are representatives of the Contracting Officer and shall participate in the administration of quality assurance under this contract.  The QAP for individual requirements will be cited on individual task orders.

4.6  The QAP or alternate shall inform the contractor when discrepancies occur and shall request corrective action.  The QAP or alternate shall make a notation of the discrepancy with the date, time and discrepancy that was noted, and request the authorized contractor representative to initial the entry and provide the appropriate corrective action.

4.7  Quality Control Plan.  In compliance with the clause entitled “Inspection of Services”, the contractor shall establish and maintain a complete Quality Control Plan to ensure the requirements of this contract are provided as specified.  The Contracting Officer will notify the contractor of acceptance or required modifications to the plan before the contract start date.  The contractor shall make appropriate modifications at no additional cost to the government and obtain acceptance of the plan by the Contractor Officer before the start of the performance period.  At any time during contract performance, the government has the right to require revisions of the Quality Control Plan at no cost to the government should the incorporated plan fail to control the quality of service provided.  The plan shall include, but is not limited to, the following:

a.  A description of the inspection system, addressing all services listed in the Service Delivery Schedule (SDS).

b.  Frequency of inspections

c.  Title of the individual(s) who shall perform the inspections and their organizational placement.

d.  A description of methods of identifying, correcting, and preventing defects in the quality of service performed before the level becomes unacceptable.

e.  On-site records of all inspections conducted by the contractor.  The inspection records format shall include:

(1)  Date, time and location of inspection.

(2)  Signature block for the person who performed the inspection.

(3)  Rating of acceptable or unacceptable.

(4)  Area designated for deficiencies noted and corrective action taken.

(5)  Total number of inspections.

(6)  Key control procedures on a checklist

4.8  Performance Evaluation

4.8.1  An assessment of the Contractor’s performance on current task orders issued under this contract will be an important factor in determining option year extensions to the contract period.  Each Contractor’s performance will be evaluated annually for each open task order.  If the period of performance for the order is 12 months or less, or if the order has less than twelve months remaining until completion, then performance for that period will be assessed at order completion.

4.8.2  The contractor shall deliver all products and services on schedule as required by individual task orders.

4.9  Technical Performance.  The contractor shall provide competent individuals to provide support for services required in SOW Section II, Para 2.1 through 2.2 to adequately address, anticipate, identify technical issues; provide quality products, innovative ideas, and resolutions to increase performance efficiently.  The contractor shall provide a continuous work staff with the ability to team with government and other contractors to complete the requirements set forth on each individual delivery order.

4.10  Customer Satisfaction.  The contractor shall make every effort to satisfy the customer.  Considerations for customer satisfaction are timely staffing of each individual delivery order, responsiveness to the customer’s needs, and quality of the customer’s experience with the contractor.

4.11  CPAR.  A Contractor Performance Assessment Report (CPAR) will be completed annually for each contract holder in accordance with AFMC 64-107 on a task order basis.  Once completed, the Government’s official source selection database will be used for review for future task order awards.  The initial CPAR for task orders will be completed on the anniversary of award of individual task orders.

4.12  Performance Evaluation Meetings:  Meetings shall be established on a task order basis as determined by the Contracting Officer.  Minutes will be provided.  Should the contractor not concur with the minutes, the contractor shall state any areas of non-concurrence in writing to the Contracting Officer within 10 calendar days of receipt of the signed minutes.  The minutes and any Contractor non-concurrence shall be included in the contract file.

4.13  Labor Hours.  The Labor categories and hours specified in each order represent the current best estimate of the services to be performed.  To enhance flexibility and to allow the contract holder to determine the optimum labor mix for the order, the contract holder may increase or decrease the number of hours for each category specified in the individual order by no more than ten (10) percent with prior notification of the Quality Assurance Personnel (QAP).  These adjustments are allowable only to the extent that the ceiling price and the total number of hours of the labor CLIN(s) are not exceeded and funds are currently available.  The contract holder will not be paid more than the amount obligated on an individual order.  For any proposed change over ten (10) percent, notification must be made to the Contracting Officer who will negotiate the change.

4.14  Hours of Operation and Holidays
4.14.1 Core/Normal Hours:  The hours of operation are a standard 8-hour workday Monday through Friday, between 0600 to 1800, except federal holidays to be managed by the contractor not to exceed 40 hours per week.  The contractor may work, with prior approval of the Contracting Officer, extended hours to ensure timely completion of work.  In a situation where the Government is working a flexible schedule, the contractor may submit a request to match the Government’s schedule.  Subject request shall be submitted to the Government Contracting Officer (CO) on the contract.


4.14.1.1  Flexible 40-hour work week when necessary.  Due to the nature of the ITAC projects, periodically an employee may be required to work 12 hours one day and only 4 the next due to supporting specific projects which require backing up the systems after 6PM.  When this is necessary, the Government Program Manager and COR can authorize this flexibility if the hours are within the 40-hour scope.  If more than 40 hours for a week, the CO must direct and approve the additional hours (see para 4.14.2 below).


4.14.2  Change in Core Work Hours:  If the need arises and is directed/approved by the CO, the contractor may be asked to work different shift hours than his/her normal core hours.  If additional "overtime" hours are required, they must be directed/approved by the CO.
4.14.3  Government Holidays

(a)  The prices/costs in Section B of the contract include holiday observances; accordingly, the Government will not be billed for such holidays, except when services are required by the Government and are actually performed on a holiday.

(b)  The following days are government holidays:
(1) New Years Day

(2) Martin Luther King Day

(3) President’s Day

(4) Memorial Day

(5) Independence Day

(6) Labor Day

(7) Columbus Day

(8) Veteran’s Day

(9) Thanksgiving Day

(10) Christmas Day
4.15  Requirements
4.15.1  The Contract Manager or alternate shall complete a Request for Identification Credential or Common Access Card (CAC) (DD-Form 1172-2, October 2002 and DD-Form 2842, Sep 2002) for each employee of the contractor requiring access to Wright Patterson Air Force Base or any other Government installation.  The request shall be submitted to Pass and Registration after receiving coordination through PMO and approved by the CO.  The government shall provide a completed Identification Credential (AFMC Form 387), which shall be issued, displayed, and surrendered as directed in AFI 31-209, The Air Force Resource Protection Program.  The government issued contractor badges shall be worn and displayed at all times.  In addition, the contractor employee shall identify themselves as contractor employees in emails, telephone usage, correspondence, and meetings, etc.
4.15.2  The contractor shall be responsible for assuring that all employees comply with all security requirements imposed by the local commander at all times while his employees are on the installation and shall follow instructions of the local organizational commander pertaining to security.

4.16  Sensitivity of Data
Contractor may be required to have access to live planning, personnel, and other current systems data during the performance of this contract.  Any information, records, or data to which the Contractor may have access will be of a sensitive nature.  The Contractor shall not divulge any information about Government files, source selection activities and processes, or any other sensitive information to anyone not authorized access to such information.  Each contractor employee shall be required to sign a non-disclosure agreement, which will be cited on individual task orders.

4.17  Security Clearances
Contractor personnel shall be required to have security clearances for individual task orders, as access to classified information may be required for the performance of individual task orders.  All contractors that operate, modify, maintain, or access a classified system must possess a security clearance that equals the level of classification for that system.  If a DD254, Department of Defense Contract Security Classification Specification is required; one will be attached to the individual task order.  The following positions will require a “Secret” clearance at Contract Award: the Senior Infrastructure Engineer, the ITAC Security Manager, and the Senior Principal Unix/Solaris systems administrator.  Because of the recent business relationship with the Network Operations and Security Center (NOSC), a “Secret” clearance for the aforementioned individuals is required.  The Contractor shall observe and comply with the security provisions in effect at the facility.  All other positions identified on this task must have their clearances prior to the end of the base year and before the first option year.  Government issued contractor ID badges shall be worn and displayed at all times.

4.18  National Agency Check:
DoD military, civilian, consultants, and contractor personnel using unclassified automated information systems, including e-mail, must have, at a minimum, a completed favorable National Agency Check (NAC)/Entrance National Agency Check in accordance with DoD 5200.2-R Personnel Security Program, January 1987.  The Contractor is required to complete the application and apply for a NAC, for any employee not currently having a NAC, upon receipt of a task order where the employee will have access to automated information systems.  The Contractor shall diligently pursue obtaining NACs for its employees.

4.19  Privacy Act
Work on this project may require that personnel have access to Privacy Act Information.  As required, Contractor personnel will adhere to the Privacy Act, Title 5 of the U.S. Code, Section 552a and applicable agency rules and regulations.

4.20  Points of Contact (POC):  The government will provide POCs and procedures for monthly status reports and invoicing.

Contracting Officer (CO)

Cynthia Mullins

4375 Chidlaw Road, Room C022

Wright-Patterson AFB OH 45433-5006

Phone:  (937) 656-0569

FAX:  (937) 257-4009

Cynthia.mullins@wpafb.af.mil
Contract Specialist:

Bonnie Moore

4375 Chidlaw Road, Room C022

Wright Patterson AFB, OH 45433-5006

Phone:  (937) 257-9781

FAX:  (937) 257-4009

Bonnie.Moore@wpafb.af.mil
Contracting Officer Representative (COR)

Mr. Clifford P. Koss

MSG/ES-1, Building 266 Room A035

4225 Logistics Avenue

Wright Patterson AFB, OH  45433-5750

Ph.  (937) 257-9708

Clifford.koss@wpafb.af.mil
Program Manager:

Rita Wozniak

4225 Logistics Avenue

Wright-Patterson AFB, OH 45433-5750

Phone:  (937) 257-9866

FAX:  (937) 656-0714

Rita.Wozniak@wpafb.af.mil
4.21  Contractor Task Order Point of Contact

A Point of Contact (name and telephone numbers for work and after hours) shall be identified for the Contracting Officer’s use, should it be necessary to notify the contractor of changes to work schedules based on paragraph 4.21, 4.22, or 4.23 below.

4.22.  H-001 CONTRACTOR IDENTIFICATION 


a.  Contractor personnel and their subcontractors must identify themselves as Contractors or subcontractors during meetings, telephone conversations, in electronic messages, or correspondence related to the contract.


b.  Contractor-occupied facilities (on AFMC or other Government installations) such as offices, separate rooms, or cubicles must be clearly identified with Contractor supplied signs, name plates or other identification, showing that these are areas for Contractor or subcontractor personnel.

4.23  Performance of Services During Crisis Declared by the National Command Authority or Overseas Combatant Commander.  

In the event of a crisis as defined by the National Command Authority or Overseas Combatant Commander, services on this contract may be deemed essential for performance according to DODI 3020.37.  If such a determination is made impacting this contract, your services might be called upon for performance outside of the specified hours or at an alternate work site in this statement of work.  In that event, the Contracting Officer will notify you of the additional performance requirements.  Contractor shall provide point of contact information to deal with such an occurrence.  Additional performance requirements, work outside of normal duty hours and location for an extended period may contribute to the need for additional level of effort.

4.24  Performance of Services During Emergency Conditions Declared by Wright-Patterson AFB Authority

In the event an emergency is declared for WPAFB necessitating the implementation of an alternate work schedule (other than a standard 8-hour day, Monday-Friday work week), services provided under this contract may require implementation of an alternate work schedule, not to exceed a 40-hour workweek.  The Contracting Officer (or the CO’s designated representative) will make notification to the contractor point of contact.  A modified work schedule will be adopted for the duration of the declared emergency, and the contractor shall comply with the provisions of that alternate work schedule.

4.25  Section 508 of the Rehabilitation Act:  Contractor shall meet the requirements of the Access Board’s regulations at 36 CFR Part 1194, particularly 1194.22, which implements Section 508 of the Rehabilitation Act of 1973, as amended.  Section 508 (as amended) of the Rehabilitation Act of 1973 (20 U.S.C. 794d) established comprehensive requirements to ensure (1) Federal employees with disabilities are able to use information technology to do their jobs, and (2) members of the public with disabilities who are seeking information from Federal sources will be able to use information technology to access the information on an equal footing with people who do not have disabilities.  Federal agencies must make information and data availability by an alternative means if compliance with the standards would result in an undue burden.  The changes apply to all contractors (including small businesses) that manufacture, sell, or lease electronic and information supplies or services.


Exemptions:


Micro purchases made before 4 Oct 04;


EIT purchased for national security systems


EIT acquired by contractor incidental to a contract;


EIT located in spaces frequented only by service personnel;


If compliance would impose an undue burden on the agency.

4.26  Personal Services.  Any task that is being accomplished through this requirement will not be used for personal services prohibited by the Federal Acquisition Regulation (FAR), Part 37.10.  The government has been briefed on the avoidance of personal services and those actions that represent personal services.

4.27  Proprietary Information.  The contractor shall consider all work performed under this order as proprietary to MSG/ES and shall not release any information regarding the work unless given written permission by the COR or Contracting Officer.

4.28  Successor Contractor.  The Contractor agrees to preserve and make available to the Contracting Officer, if requested, copies of all records and other documentation, developed or acquired under the contract or preceding contracts for this effort, regarding performance of work required by this contract for a period of 12 months after completion of the Task Order.

4.29  Contractor Liability.  The Contractor has the responsibility to conserve and protect Government resources.  The use of these resources for non-Government use is prohibited.  The Contractor shall repair any Government-owned equipment that is damaged through or by the fault of the Contractor, with equipment of equal or better quality, at no cost to the Government.  The Government will assume responsibility for government equipment that is being transported and utilized in conjunction with task order responsibilities except in those situations where contactor negligence or failure to maintain due diligence to protect government property has occurred.

4.30  Organizational Conflict Of Interest (OCI).  The Contractor warrants that, to the best of his knowledge and belief, no organizational conflict of interest exists with regards to this task order or ITAC Projects that should preclude the award of this contract to the Contractor.

5.0  Deliverables.  The Contractor shall prepare and provide the following deliverables:

5.0.1.  Deliverable:  A001, ITAC Inventory/ Bailment Status – Hardware and Software quarterly and as requested

5.0.2.  Deliverable:  A002, ITAC Project Schedule, i.e. projected use of ITAC as requested

5.0.3.  Deliverable:  A003, Program Information Presentation Materials.  The contractor shall assist the ITAC Manager in quickly and effectively responding to external requests for information and project updates from senior MSG, AFMC, and Air Force officials.

5.0.4.  Deliverable:  A004, Monthly Status Report (Monthly).  The contractor shall submit monthly progress reports in accordance with the deliverable below:


5.1  Contract Data Requirements Lists (CDRLS)
The Government will review draft deliverables and, as needed, will provide comments to the Contractor.  An electronic version of all reports shall be prepared in MS Word and delivered to the Government Contracting Officer’s Representative (COR) named in paragraph 4.20 above.  Contract deliverables are shown below:

	SOW Task #
	CDRL
	Deliverable Title
	DID
	Days After Contract Award

	
	
	
	
	

	5.0.1
	A001
	ITAC Inventory/Bailment Status
	DI-MISC-80508
	Quarterly and As requested

	5.0.2
	A002
	ITAC Project Schedule
	DI-MISC-80508
	As requested

	5.0.3
	A003
	Program Information and Presentation Materials
	DI-ADMIN-81373
	As needed

	5.0.4
	A004
	ITAC Status Report 
	DI-MGMT-80227
	Monthly
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