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B.1   
GENERAL Description

The contractor shall perform the effort required by this task order on a Firm Fixed Price, (FFP) Cost Plus Fixed Fee (CPFF), Cost Reimbursable (CR)  and Time and Material (TM bases) as noted in Section B.2 for each Contract Line Item Number (CLIN).  The work shall be performed in accordance with all sections of this task order and the basic contract under which the resulting task order will be placed.
B.2  
SERVICES AND PRICES/COSTS

The following abbreviations are used in this price schedule:

(NTE) = Not To Exceed


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	

	
	



	
	




	



	
	


	
	


	
	
	

	
	


	
	

	

	
	


	
	
	

	
	
	

	
	


	

	
	
	



	
	
	
	

	
	


	
	
	
	

	

	


	
	
	
	
	
	

	
	
	
	
	




	
	
	
	
	

	
	
	
	
	


	
	
	

	
	

	

	
	
	

	
	
	

	
	

	

	
	
	


B.2.1
LABOR RATES

The labor rates under this task order cannot exceed the ceiling rates in the contract.
B.2.2  COST REIMBURSABLE TRAVEL, TOOLS, OTHER DIRECT COSTS (ODC)

Long distance Travel, Tools, and Other Direct Costs (ODCs) are anticipated during the performance of this requirement. Since these costs cannot be accurately forecast at this time, they are awarded on a cost reimbursable basis and may be partially funded as indicated on the award document.  The Contractor shall be reimbursed for actual allowable costs that apply over the life of the task order, not to exceed the amount shown in the schedule.  While the ceiling cost represents the Government's best estimate, the amount obligated for these line items may be increased unilaterally by the Government if such action is deemed advantageous.

Costs incurred shall be burdened with the contractor’s indirect handling rate as entered in the schedule (contractor to enter amount, but not to exceed the ceiling rate of the basic contract).  If no rate is specified in the schedule, no indirect rates shall be applied to or reimbursed on such costs.

All requests for Long Distance Travel, Tools, ODCs, and Time and Material must be approved by the FEDSIM Contracting Officer’s Representative (COR) prior to incurring costs.  Long distance travel will be reimbursed to the extent allowable pursuant to the Federal Travel Regulations (FTR).  Local travel shall be billed as an ODC and is defined as all travel within a fifty (50) mile radius of Washington, DC or within a fifty mile radius of the Contractor’s facility when the client site is outside the Washington, DC area (excluding normal commuting travel). 

B.2.3  Estimated Cost, Fixed Fee and Payment for Clins, 0001 and 0002 only

When the work required under CLINs 0001 and 0002 is completed, and that work is within the total estimated cost shown above, the contractor shall be entitled to full payment of the total fixed fee for that CLIN.  However, the contractor may present, with his monthly vouchers for costs, a fee voucher in an amount bearing the same percentage of fixed fee as the certification of incurred costs bears to the total estimated cost for each CLIN, provided however, that after payment of eighty-five percent (85%) of the fixed fee for a particular CLIN, the Contracting Officer (CO) may withhold further payment of fixed fee until a reserve shall have been set aside in an amount which the CO considers necessary to protect the interest of the Government.  This reserve shall not exceed fifteen percent (15%) of the total fixed fee for any CLIN or one hundred thousand dollars ($100,000) for the total task order, whichever is less.
B.3
LABOR RATES
B.3.1    Applicable for CLINs 0001 and 0002
The proposed labor rates under this task order for years not yet priced in the basic contract, i.e., beyond year 3 of this task order, are accepted contingent on the proposed rates being at or below the ceiling rates incorporated into the basic contract for the associated labor category.

B.3.2
Should the rates incorporated into the basic contract be below those contained in the contractor's proposal, an adjustment will be made.

B.3.4
In no event shall the contractor invoice rates in excess of the ceiling rates under the basic contract.
C.1  BACKGROUND    

C.1.1  Overview

The Interim Joint Interface Control Officer (JICO) Support System (JSS) (also referred to as the ‘toolset’) requirement is for an automated toolset to facilitate the JICO’s ability to monitor Tactical Data Links (TDLs).  The Joint Data Network (JDN) consists of the TDLs, their participating nodes (also known as the Multi-TADIL Architecture (MTA), and the data flowing therein.  The JDN is a primary contributor to the Common Tactical Picture (CTP), which enhances the Joint Force Commander’s (JFC) ability to wage war.  The JSS will significantly improve the JICO’s ability to dynamically manage the Network.

C.1.2 Components of the Tactical Data Link

For the purpose of this effort, the TDL will consist of Link 16, Link 11, and Link 11B. 
[image: image1.wmf]C.2
SCOPE

The scope of this Task Order (TO) will be to:

Purchase, integrate, and test an Interim JSS, using a COTS-based solution

Produce a limited number of Interim JSSs

Provide for logistics support infrastructure, including training and maintenance documentation.

C.3
OBJECTIVE

The contractor shall provide, via COTS, the complete suite of software, hardware, and logistic support needed for an operational location for the Joint Interface Control Officer (JICO).   
The Interim JSS shall support the following  functionalities: 

Interface with existing operational Theaters

Interface Planning

Track Data Coordination

Network Planning: (OPTASK Link management/message generation)

Support, monitoring, and management of the Multi-TADIL Networks

Capability to anticipate Data Link problems, troubleshooting, and provide timely/accurate corrections 

Assist User’s to provide multi-TADIL management capability

Assist the User’s to troubleshoot and correct problems 

Provide Link monitor capability to the air defense Tactical Air Picture

Assist the Government in the ability to manage operation of TDLs, that includes TADIL A, B, and J 

Data Extraction, reduction, playback, and analysis

Assist the Government to Plan Tactical Data Links

Assist the Government to manage operation of Tactical Data Links

Provide Dynamic Network Management capability

C.4.  WORK STATEMENT

C.4.1  General

The contractor shall provide the complete suite of software, hardware, and logistic support infrastructure needed for an operational location of the Joint Interface Control Officer (JICO) Support System (JSS).   Software includes, but is not limited to: TDLs, Tactical Data Link Interface Modules, Master Database Processing, Tactical Display Processing, Core Modules, Router/Forwarder modules, Radar Processing and Intel and Sensor Interfaces.

The contractor shall provide a Joint Interface Control Officer (JICO) Support System (JSS). This task order shall be used to:

Acquire hardware, software, and logistic support;

Integrate and/or implement hardware and software;

Test and evaluate the Interim JSS at the operational site;

Install integrated systems at both test and operational sites;  

Assist the User to integrate the Interim JSS; and 

Provide logistic support as may be subsequently required.

C.4.1.1  Functionality Requirements

The Joint Interface Control Cell (JICC) is a task-organized team of multi-TADIL-experienced personnel that support the JICO by providing continuous joint MTA planning and management.  The Interim JSS toolset shall provide automated functionality to enable the JICC to perform these required tasks and shall be flexible and scalable with regard to those voice and data communications systems required. Required functions are provided at para. C.4.2.

The Interim JICO Support System (JSS) shall consist of a common baseline of Commercial-Off-The-Shelf (COTS) modular hardware, software, and computer operating systems.  The Interim JSS is an independent system and will not be physically integrated into other tactical systems.  The toolset will provide the JICO with the capability to plan and assist the User to manage the Multi-Tactical Data Link Network (MTN). 

C.4.1.2  Interim JSS OperationsThe JSS High Level Operational Concept Graphic (OV-1) shows how the interim toolset shall aid the JICO in the dynamic management of the MTN, from peacetime training to deliberate war/crisis operations.  All interim toolsets shall be capable of the same functionalities; such that any formally trained JICO could be deployed to any Command & Control (C2) node with a resident interim toolset and seamlessly perform his/her assigned duties.This Statement of Work (SOW) is intended to provide the services necessary to satisfy the objectives stated under para. C.3 of this SOW and detailed in the tasking below.  The requirements stated in this task order are comprised of Task Order Management, Technical/Development, Production, and Logistic Support Task Areas, as follows:

Task 1:

Task Order Management Services

Task 2:

Technical Services

Task 3: 
Production

Task 4:

Installation, Integration at Test and Operational Sites

Task 5:

Test and Operational Site Evaluation

Task 6:

Logistic Support

Task 7:

Sustainment Services

C.4.1.3  Key Milestones And Phased Schedule Overview
Key acquisition milestones and schedule for the Interim JSS are:

Delivery of 1 – 4 Systems

(For IOC) To Test Site(s):



Completed 8/23/02

Install and Integration




Completed 8/30/02

Test and Evaluation:




Completed 10/2/02


Test and Evaluation Report Issued:


Completed 10/11/02


Test Report Approved:



Completed 10/25/02


Initial Operational Capability (IOC):


Completed 10/25/02

Field Verification of Corrective Actions:

Completed 10/25/02

Delivery of Remaining System(s):


Completed 3/1/03

Installation and Integration of Remaining

Completed 3/7/03


Full Operational Capability (FOC):


(Target Date 5/1/03) 

The Interim JSS program will be partitioned into 4 phases:

Phase I:
Integration, test and evaluation.  Test and evaluation during this phase will be restricted to factory level testing in accordance with specified performance thresholds (see paragraphs C.3 and  C.4.2). 

Phase II:
Test and evaluation at between one (1) and four (4) field test sites.  The intent of this phase will be to test the performance and logistic supportability in a tactical operational environment.  This phase will be concluded upon satisfactory attainment of specified requirements (see paragraph C.4.8 including logistic support).  Satisfactory performance, including incorporation of fixes resulting from faults discovered during Test and Evaluation, will result in designating the system for Initial Operational Capability (IOC).

Phase III:
Evaluation at between one (1) and fifteen (15) operational sites by Government personnel.  Should the Government require technical assistance during this phase, the contractor shall provide hot-line assistance, per paragraph C.4.8.5, on an as required basis

Phase IV:
Sustainment.  The intent of this phase is to provide for continued, as required technical, training, and maintenance support following FOC, through February 2004.

C.4.2   Requirement Performance Parameters (RPP)

The Interim JSS shall conform to the Requirement Performance Parameters (RPP), as provided below.  The use of the generic term “System” shall be read as referring to the Interim JSS.

	RPP 1
	Interoperability:  Shall conduct automated information exchange between Joint and Coalition Forces.  The functionality of the toolset shall be designed so that the Interim JSS system will be interchangeable and identical to each other.  Its components, such as workstation hardware, terminals, keyboards, displays, printers, computer units, modems, cabling, surge protection, battery back-ups, etc., shall be fully interchangeable with other Interim JSS systems.

	RPP 1-3
	Printer Interoperability:  Shall include the functionality to produce hard copy printouts of data/information/graphs contained within the system and any information being displayed at any workstation or display.  

	RPP 1-5
	Data Storage Requirements:  Shall be capable of recording all TADIL activity on an as needed basis.  The availability for the system to record shall be on a 24 X 7 basis.   This could be on a continuous real time extraction and recording of all TADIL feeds and status available.  The toolset recording functionality shall maintain correct time stamping for a period of 24 hours.  Playback attributes shall include normal speed, as well as slow and fast modes of operation.  System shall have a CD ROM read/write capability. 

	RPP 2
	Power Requirements:  Shall utilize 50/60/400 Hz 110/220VAC power.

	RPP 3
	Display Requirements: System shall be capable of independently displaying data and information at multiple workstations. System shall be capable of driving large screen displays from any of the workstations 

	RPP 3-1
	Mapping Requirements:  Shall  be able to generate world map visualizations based on standard geographical data.  These shall include features that also depict latitude, longitude, elevation (terrain) and interface with and/or utilize U.S. military coordinate systems.

	RPP 3-2
	Situational Awareness (SA) Display:  Shall be capable of depicting TACAN/DME points, JU, PU and Surveillance picture along with standard range rings and bearing lines, etc,. 

	RPP 4
	System Information Assurance: Shall have an information assurance (IA) capability that provides adequate protection for users.  The system shall incorporate a password protection feature, as well as provide written operational procedures.    This shall include a system administration application that permits auditing and log recording.  These types of security requirements are delineated in DoDI 5200.40 – DoD Information Technology Security Certification and Accreditation Process (DITSCAP).  

	RPP 6-6
	TADIL J Performance Requirements 
The System shall be able to interface with current MTN components, to include the current Contingency JICO toolset – the Air Defense Systems Integrator (ADSI) and Improved Multi-TADIL Display System (IMTDS) integrated application.   

	RPP 8
	Training Philosophy:  See para. C.4.8.1

	RPP 10
	Delivery Schedule:  See para. C.4.1.3 and para F.5.  


C.4.3  Task 1:  Task Order Management

The contractor shall provide management oversight of ongoing development efforts, tests, demonstrations, risk assessment, planning, and configuration control; this should include cost, schedule, and technical management.  The contractor shall participate in advanced planning for future developments. 

The Contractor’s program management team shall be responsible for ensuring that:

Costs are contained within the established budget

Performance is in accordance with  the requirements of this Task Order.

Program is being managed to schedule and milestones, per paragraph C.4.1.3 and paragraph F.5

The contractor shall provide all necessary personnel, administrative, financial, and managerial resources necessary for the support of this task order.  The contractor shall designate a single point of contact (POC) as the Project Manager (PM) for the purpose of communicating issues, concerns, or problems arising during the performance of this task order.  This individual shall have the ultimate authority to commit the contractor’s organization and make decisions for the contractor’s organization in response to Government issues, concerns or problems.  This person shall be readily available to respond to the US Air Force Electronic Systems Center (ESC/DIVG) Project Office (PO) questions, concerns, and comments, as well as be proactive in alerting the Government to potential contractual, or programmatic issues.  Although Government staff may coordinate with other contractor staff, this POC shall serve as the single contractor representative responsible for resolving all issues and concerns.

The Contractor shall attend meetings and provide the ESC/DIVG Project Manager (PM) Project Manager (PM) with briefing information in the form of presentations, papers and/or analyses, as directed by the PM.  Presentations will be scheduled by the PM, in coordination with the Contractor and will consider the Contractor's schedule of activities and deliverables, which may be relative to the briefing.  General status meetings (conference calls may be sufficient, at the discretion of the PM) may be required on a weekly basis during key periods. .  Special status meetings to discuss accomplishments, issues and planned activities may be required quarterly, or on an ad hoc basis, as may be necessary.  Meetings to discuss critical issues will be held as necessary and may be requested by either the PM or the Contractor.
C.4.3.1   Subtask 3.1 -   Task Order Orientation/Kick-off Meeting

The GSA Contracting Officer’s Representative (COR) will schedule and coordinate a kick-off meeting within five (5) business days of TO award.  The GSA COR will develop an agenda for the meeting, with input from the contractor, and ensure that all identified participants are notified of the meeting in advance.  At a minimum, kick-off attendees shall include key contractor personnel, the ESC/DIVG PM, other key ESC/DIVG Project Office personnel, the GSA Contracting Officer (CO) and COR.  At the kick-off meeting the contractor shall present their Project Management Plan (PMP), introduce principal POCs, review general operating procedures, and any additional information deemed relevant by the contractor.

Upon completion of the kick-off meeting the contractor shall develop and distribute meeting minutes and action items to contractor, ESC/DIVG representatives and the GSA COR.  The Task Order orientation meeting is not a substitute for the contractor’s fully understanding the work requirements, nor is it to be used to alter the final agreements arrived at in any negotiations leading to the task order award.

C.4.3.2 SubTask 3.2 - Prepare and Update a Program Management Plan (PMP)

The contractor shall develop and maintain throughout the task order period of performance, a Program Management Plan (PMP), that shall be used as a foundation for technical, resource, production, and management planning. The contractor shall deliver the  PMP no later than 2 working days prior to the  Orientation/Kick-Off Meeting.  The PMP shall include, but not be limited to, the following, top level (i.e., summary) information:

Status of current efforts

Work Breakdown Structure (WBS)

Schedule and Critical Milestones

Task dependencies and interrelationships

Staffing Plan

Key deliverables

Budget information (for Cost Reimbursable tasking)

planned versus actual, (including incurred but not billed, by task)

deviation from planned

cumulatives

Expected at Completion (EAC)

Risk Management

Risk Identification

Risk Mitigation Planning (including any conflict of interest issues)

Risk Management, including risk ID, and mitigation

Subcontract Management

Quality Assurance (QA)/Quality Control (QC)

The contractor shall structure the WBS allowing for costs to be cross-referenced to the WBS.

The WBS shall be identified to at least the subtask level, in order to discretely identify schedule, 

performance, and cost.

There will be no deviation from the PMP, unless agreed to by the Government prior to the deviation.   Where the contractor identifies necessary deviations from the plan, the contractor shall provide the supporting rationale necessitating the deviation, in a written submission to the PM and the GSA COR.

While the contractor shall deliver a fully revised PMP quarterly, the contractor shall be prepared to brief any plan content to the Government at short notice (within 24 hours), with up-to-date information.  The PMP shall be used as a foundation for the Monthly Status Report (see para. C.4.3.3).

C.4.3.3   Subtask 3.3 -   Monthly Status Report (MSR), Problem Notification Report and Trip Report

The contractor shall provide a Monthly Status Report (MSR).  A sample MSR is provided at Attachment #1, Section J.  The MSR shall focus on contractual issues, such as finances, performance, personnel, innovative ideas and schedules, and recap all problems, issues, concerns, and actions taken over the report period.  The format of the MSRs shall be agreed to by the COR and PM after TO award.  The contractual information in the MSRs shall coordinate with the contractor's invoices to include all financial information reported. The contractor shall prepare a MSR within three (3) work days of the contractor’s accounting system close, but no later than the 15th day of the following month that:

Summarizes  projects, schedules, activities, travel, and actions taken

Identifies concerns, issues, risks, and resolutions of identified problems or concerns

A Problem Notification Report (PNR) shall be provided to the COR, ESC/DIVG Program Manager and the Contracting Officer for any problem, which may place in jeopardy either the technical performance, costs, or schedule, as presented in the PMP.  A sample PNR is provided at Attachment #2, Section J.  It is stressed that PNRs shall be submitted as problems surface and independently of the Monthly Status Report, in order that potential problems be addressed at their onset.

A Trip Report shall be provided for all long distance trips.  The contractor shall have all long distance trips approved by both the GSA COR and ESC/DIVG PM prior to commencing travel. A sample Trip Report form is provided at Attachment #3, Section J.

C.4.3.4   Subtask 3.4 -   Program Reviews  

The contractor shall prepare formal program reviews linked to both the critical milestones of IOC and FOC.   A sample Program Review content format is provided at Attachment #4, Section J.  The Government intends to schedule the following formal Program Reviews:

Program Reviews:
60 Days After Award and 60 days thereafter through IOC.  Quarterly Reviews Program Reviews coinciding with reviews discussed below, may be merged into a single review, at the discretion of the Government.  The intent of these reviews will be to review the overall status of the program, including identification of cost, schedule, technical topics, status, issues, risks/risk mitigation, development and integration status.

The location for the reviews will be at the discretion of the ESC/DIVG PM. For planning purposes, the contractor should anticipate that technical reviews will be held at the contractor's manufacturing/assembly plant.  For reviews during the System testing period, reviews may be held at either one of the testing sites, or at ESC/DIVG.

C.4.4  Task 2:   Technical Services Overview
Technical services consist of those efforts involved with:
Integration, test and evaluation of the Interim JSS

Integration, test, and evaluation documentation

Logistic support products
It is the Government’s intent that the Interim JSS be a COTS-based solution, regarding both software and hardware.  New development shall be kept to the minimum level necessary, consistent with both this concept and the attainment of those specific requirements, as provided in the Requirement Performance Parameters (RPP), paragraph C.4.2 above.  Therefore, any new development shall have the goal of modifying existing software, as opposed to developing new software.  Source code for any new or modified software shall become the property of the Government, upon acceptance of the delivered units.  Modified, or newly developed interface documentation, shall be delivered concurrent with each installation, and shall become the property of the Government.

The contractor shall provide a copy of all COTS documentation with each installation, which shall become the property of the Government.

C.4.4.1  Subtask  4.1 -  Technical Planning

The contractor shall develop an Interim JSS Design Plan, which shall be used as the basis for Program Reviews, discussed at paragraph C.4.3.3, above.  The Design Plan shall be intended to provide the Government a clear understanding of the following elements:

1)   Timelines 

Projected vs. Actual schedules of design,  acquisition, integration and test activities

2)   Technical status of design, acquisition, integration and test activities

Issues

Dependencies

Risks and Risk Mitigation

3)  Activities projected for the next 60 days

Each Program Review shall function as a gate for progression of follow-on activities.  The ESC/DIVG PM and GSA COR will formally approve the contractor’s progression of follow-on activities at each Program Review. 

C.4.5
Task 3:   Production
It is the intent of the Government to procure as many systems as are economically feasible, within existing ESC/DIVG budgetary constraints, and operationally required.  

Initially, the Government plans to procure between one (1) and four (4) Interim JSSs, dependent on cost factors.  These system(s) will be used to support Test and Evaluation (reference paragraphs C.4.6.1.1 and C.4.7.1. The contractor should have a streamlined production process in-place, such that systems can be rapidly produced, consistent with the milestones presented at paragraph C.4.1.3, above.  Production of systems in excess of those produced for Test and Evaluation testing will be contingent on the ESC/DIVG’s budgetary constraints and operational need. 

C.4.5.1  Subtask 5.1 -  Production Plan

The contractor shall develop a Production Plan at the final Program Review.  The Production Plan shall describe the production process as it relates to the system delivery schedule.  The Production Plan shall provide production sequences, including procurement, Long Lead Time Items, software and hardware modification, component testing, integration, system level testing, risks and risk mitigation, and Acceptance Testing.  

C.4.5.1.1  Long Lead Time Items

As an integral component of the Production Plan, the contractor shall identify Long Lead Items, in order that they can be acquired to facilitate the streamlined production process.  The contractor shall address Long Lead-Time Items as a risk area, with specific risk management techniques designed to mitigate their risk to the program.  

C.4.5.2  Subtask 5.2 -  Acceptance Testing

The contractor shall provide  certification that the system/unit meets  the requirements as stated under  paragraphs. C.3 and C.4.2. Government attendance during Acceptance testing will be at the discretion of the ECS/DIVG PM and GSA COR.  

C.4.5.3  Subtask 5.3 -  Configuration Management 

The contractor shall implement and maintain a configuration management and control program for the Interim JSS, during the period of performance of this TO.  The contractor shall establish a Configuration Control Board (CCB), which will be co-chaired by the contractor and ESC/DIVG PM (or designated representative(s)).  Changes shall be incorporated only upon approval by the CCB. The contractor shall develop a change control process and incorporate this process into the Configuration Management Plan, discussed at paragraph C.4.5.3.1.

C.4.5.3.1  Subtask 5.3.1 -  Configuration Management Plan

The contractor shall develop and maintain a Configuration Management (CM) Plan, which describes how Interim JSS configuration will be managed, identified, reported and controlled.

C.4.5.3.2  Subtask 5.3.2 -  Configuration Identification and Reporting

Configuration Item identification and tracking shall track both Original Equipment Manufacturer (OEM) COTS configuration changes, as well as modifications to COTS components, as may be incorporated during the contractor’s design.   Configuration Identification and Reporting shall  apply to hardware, software, and logistic support products. The contractor shall develop and maintain a Configuration Accounting Status Report (CSAR) for each system deployed.  The CSAR shall be updated as changes occur to any production, or deployed system (including logistic support elements).

C.4.6 Task 4:  Installation, Integration At Test and Operational Sites
C.4.6.1   Sites

C.4.6.1.1   Test and Evaluation Site(s)

The following locations will be potentially utilized as test sites for test and evaluation:
C2TIG Hurlburt Field, FL 

JCIET-02 at Eglin AFB, FL and/or Ft Stewart/HAAF, GA

JEFX-02 at Nellis AFB, NV

JITC Fort Huachuca, AZ

  The number of test sites is dependent on the number of systems procured for evaluation testing, but will not be greater than four (4) systems.

C.4.6.1.2  Operational Evaluation Site(s)

The ESC/DIVG PO will provide operational site locations following successful completion of Test and Evaluation.  

C.4.6.2  SubTask  6.2 -  Packaging and Transportation

The contractor shall provide for packaging and transportation to test and operational sites, at such a place and time as designated by the ESC/DIVG PM and GSA COR.  Shipment to designated sites shall be F.O.B Destination.   The Government will be responsible for providing  secure, and environmentally protected, temporary storage space, for equipment which arrives prior to the date of installation.  The vendor’s Installation Plan should plan for equipment to arrive no sooner than five (5) days prior to commencement of installation.

C.4.6.3  Subtask  6.3 -  Installation Planning
The contractor shall install and integrate Interim JSS’s at sites designated by the ESC/DIVG PM and GSA COR.  The contractor shall plan for the capability to install at the test sites, concurrently, such that installation and integration will start and end within the same time frame.  Should the Government procure additional systems for operational sites, these remaining systems need not be concurrent, so long as they are all installed in accordance with the schedule provided at paragraph C.4.1.3.  Preparatory to each installation, the contractor shall perform the following planning activities:

Conduct a site survey  (coordination and approval shall be coordinated with the ESC/DIVG PO, prior to conducting the survey).

Develop an Installation Plan for each site, which provides the following information:

Installation diagram

Equipment storage requirements (including temporary storage and storage for test equipment and spares kits, as required)

Personnel resources required

Sequencing of Activities (from receipt and inspection of material through test/certification and acceptance of the system by the Government)

Proposed schedule

The installation plan will be approved by the ESC/DIVG PM and GSA COR prior to installation commencing.

C.4.6.4  Subtask  6.4 -  Installation And Integration Activities
Installation and integration shall only be conducted after Installation Plan has been approved by the ESC/DIVG PM and GSA COR.  Installation and integration activities shall be performed in such a manner as to minimize impact to normal operations of the activity at which the system is being installed.  This may result in installations being performed during hours outside of the normal (0800 – 1700, Monday through Friday) time frame. The contractor shall perform the following installation and integration activities at each site where the Interim JSS will be installed:
Install and integrate the Interim JSS

Provide certification that the system is operational and ready for test, evaluation, and/or operational use

Conduct post-installation site cleanup (if required; includes de-install and return to former condition)

The contractor shall provide, for each installation, such tools, spares, test equipment, and other resources, as are required in order to complete the installation in accordance with the planned schedule (per the Government-approved Installation Plan). 

C.4.6.5  Subtask 6.5 -  Certification and Acceptance

Upon completion of installation, integration and test, the contractor shall provide certification attesting that the system is ready for its intended use (per the RPPs).  Certification shall also state that all required, site-specific logistic support is in place (see paragraph C.4.8, below).  ESC/DIVG PO and GSA COR signature on the System Certification shall constitute acceptance of the system by the Government and shall provide the basis for payment for that system.

C.4.7  Task 5:  Test Site Evaluation
C.4.7.1  Subtask  7.1 -  Test Site Test And Evaluation
The contractor shall perform test and evaluation at designated test site(s), as specified by the ESC/DIVG PM and GSA COR.  The contractor shall have a test technician on-site to either run, or aid the test activity.  The purpose of testing will be to assess attainment of RPP parameters in a tactical, yet controlled environment, in order to ensure it’s suitability for military utilization.  Test and Evaluation will potentially lead to corrective actions in hardware, software, and logistic support.  Testing will commence and be concluded within the timeframe specified at paragraph C.4.1.3, above.  

C.4.7.1.1  Subtask  7.1.1 -  Test Site Test and Evaluation Documentation

The contractor shall prepare a Test Plan and Test Procedures for use during Test and Evaluation.  The test plan shall be designed to ensure testing of all RPPs in a tactical environment.  A Test Report shall be developed to present the results of Test and Evaluation. 

C.4.8  Task 6:  Logistic Support

C.4.8.1  Task 8.1 -  Operator Training And Technical Documentation
The contractor shall provide on site Operator Training via a Computer Based training (CBT) simulation scenario set, and shall be designed for Organizational level operations.  This training session shall be conducted on-site, and shall be completed between 10/7/02 and 10/11/02.  Since the Interim JSS may be installed concurrently at up to four (4) sites, the contractor shall be prepared to provide concurrent training at those locations.  The training class shall be for six (6) students, at each of the test site(s) sites listed in paragraph C.4.6.1.1, above, contingent on the number of systems procured. 

The CBT CD, as well as all pertinent technical documentation, shall be provided to ESC/DIVG concurrent with the commencement of training.  

Technical documentation shall include: System Operation Guide, System Maintenance Guide, User’s Manual, a Software Version Description, and COTS unit-level technical documentation.  This documentation is to be provided via a CD-ROM in Microsoft Word format; COTS technical documentation provided by  the Original Equipment Manufacturer (OEM) shall be delivered in the format and medium provided by the OEM. System level and/or other documentation,  developed specifically for the Interim JSS, shall be provided via CD ROM in Microsoft format..  

Upon receipt of any comments from the testing site(s), via ESC/DIVG, the CBT and all documentation shall be updated by the contractor, and shall be delivered in final form no later than 11/29/02.

The CBT session shall not exceed 40 hours.

C.4.8.2 Subtask 8.2 -  Configuration Management (CM)

The contractor shall implement Configuration Management practices, in accordance with paragraph C.4.5.3, above, to all logistic support products provided with the Interim JSS.

C.4.8.3  Subtask 8.3 - Licensing
The contractor shall procure/acquire software licenses, in accordance with commercial best practices.  Licenses shall be transferable to the Government upon system acceptance.

C.4.8.4  Subtask 8.4 -  Warranties
The contractor shall procure/acquire warranties for COTS components, in accordance with commercial best practices.  Warranties shall be transferable to the Government upon system acceptance.

C.4.8.5  Subtask 8.5 -  Help Desk
The contractor shall provide a 24 X 7 Hotline service, providing for a response within 24 hours.   The contractor shall propose 2 options for hotline support:

Option 1:  From Test and Evaluation through IOC

Option 2:  IOC through end of Task Order (28 February 2004)

C.4.9  Task 7:  Sustainment Services
The contractor shall provide Sustainment services following IOC, on an as required Time and Material (TM)  basis, in the areas of:

Follow-on Tech Assist

Follow-on Training

The contractor shall develop a Sustainment Plan, outlining the contractor’s approach to provide Sustainment activity from IOC through February 2004.

NOTE:  Sections D.1 through D.4 of the contract awarded as a result of RFP 7TS-99-0008 is applicable to this task order and is hereby incorporated by reference. 
.

NOTE:  Sections E.1 through E.9 of the contract awarded as a result of RFP 7TS-99-0008 is applicable to this task order and is hereby incorporated by reference.

E.3.4
Initial Deliverables

E.3.4.1  Documentation
Inspection and acceptance of initial deliverables procedures are as follows:

a.
The Government will provide written acceptance, comments, and/or change requests, if any, within ten (10) working days from receipt by the Government, of all required Contract deliverables; and

Upon receipt of the Government comments, the Contractor shall have ten (10) working days to rectify the situation and re-submit the Contract deliverable(s) if it is not a "draft" deliverable.  If it is a "draft" deliverable, the Contractor shall rectify the situation before the next scheduled submission of this deliverable(s).

E.3.4.1  Hardware and Software
Hardware and software shall be tested in accordance with the testing and acceptance criteria, as stated at paragraphs C.4.5.2.
E.3.5
Re-Submitted Deliverables

The Government will review and verify that the original problem has been resolved with the Contract deliverable(s) as re-submitted.  If this is a re-submission of a final deliverable, the Government will provide the Contractor written notice of acceptance/rejection or request for extension within ten (10) working days after receipt of each re-submitted final deliverable.
NOTE:  Sections F.1 through F.11 of the contract awarded as a result of RFP 7TS-99-0008 are applicable to this task order and are hereby incorporated by reference, except for the modifications indicated below.

F.4  PERIOD OF PERFORMANCE
The Period of Performance for this task order begins on date of award and ends on February 28, 2004.  Performance on tasks shall not begin until the post-award Orientation has been conducted, unless specifically directed to do so by the ESC/DIVG Project Manager (PM) and the GSA COR.  

The Post-Award Orientation shall be within 5 days of task order award.

F.4.1 PLACE OF PERFORMANCE
Work shall be performed at the contractor site and at such Government sites as directed by the ESC/DIVG PM and the GSA COR. 

F.4.2  FACILITY REQUIREMENTS
In regards to the contractor’s production facility, ESC/DIVG has three primary facility requirements: 


Adequate size and tooling to ensure the capability to produce required units and logistic support products in accordance with the required delivery schedule


Adequate security measures, reflecting the security requirements for the Interim JSS.  Security measures shall ensure that all security-sensitive equipment, design information and related data is secured from access by unauthorized individuals.


Adequate software and hardware production processes which support high levels of quality

The Contractor shall determine its requirements to carry out this contract and provide the ESC/DIVG PM with a Facility Site and Space Plan, which will include the proposed facility site, size, and detailed floor plan, along with a schedule for establishing the facility, within 15 calendar days after contract award.  The Contractor shall have available a fully operational production facility no later than 30 days after contract award.

F.5 TASK ORDER SCHEDULE AND MILESTONE DATES 

F.5.1 TASK ORDER MILESTONE DATES
The following key milestone dates apply to performance under this task order:


Delivery of 1 – 4 
Systems

(For IOC) To Test Site(s):



Completed 8/23/02

Install and Integration




Completed 8/30/02

Test and Evaluation:




Completed 10/2/02


Initial Operational Capability (IOC):


Completed 10/25/02

Delivery of Remaining System(s):


Completed 3/1/03


Full Operational Capability (FOC):


(Target Date 5/1/03) 

F.5.2  TASK ORDER DELIVERABLES
The Contractor shall deliver all deliverables to ESC/DIVG on or before the agreed upon delivery date.  Each deliverable shall comply with Section ‘C’.  

The following schedule of milestones will be used by FEDSIM to monitor timely progress on this task order.  In this schedule, DOA designates Date of Award, PS designates Project Start, and DAA refers to [calendar] Days After Award (unless stated otherwise).  This schedule is required to meet mission objectives.  Contractor-proposed variances to this schedule will be reviewed and may or may not be acceptable, at the discretion of the Government.   Changes to the schedule will only be accepted via formal contractual modification.

	MILESTONE/

DELIVERABLE
	TASK ORDER PARA.
	RESPONSIBILITY
	PLANNED

COMPLETION DATE

	Project Start (PS)/ Orientation Meeting
	C.4.3.1
	Contractor/FEDSIM/

ESC/DIVG PO


	Within 5 Working Days After Award (DAA)

	Project Management Plan
	C.4.3.2
	Contractor
	NLT 2 Working Days prior to Orientation Meeting, Updated Quarterly

	Monthly Status Report (MSR)
	C.4.3.3
	Contractor
	Monthly

	Problem Notification Report (PNR)
	C.4.3.3
	Contractor
	As Required

	Trip Report
	C.4.3.3
	Contractor
	As Required

	Program Review
	C.4.3.4
	Contractor
	Commencing 60 DAA and every 60 days thereafter through IOC

	MILESTONE/

DELIVERABLE
	TASK ORDER PARA.
	RESPONSIBILITY
	PLANNED

COMPLETION DATE

	Meeting Minutes and Action Items
	C.4.3.1, C.4.3.4
	Contractor
	NLT 5 days after a meeting/review

	COTS (Unit-Level) Documentation
	C.4.8.1
	Contractor
	Concurrent with each installation

	Source Code 
	C.4.4
	Contractor
	Upon Acceptance Toolsets

	Interface Documentation
	C.4.4
	Contractor
	Concurrent with each installation

	Design Plan
	C.4.4.1
	Contractor
	30 DAA

	Test Plan
	C.4.7.1.1
	Contractor
	15 Days Prior to Each Test

	Test Procedures
	C.4.7.1.1
	Contractor
	15 Days Prior to Each Test

	Test Report
	C.4.7.1.1
	Contractor
	NLT 15 Days After Field Test & Evaluation 

	Production Plan
	C.4.5.1
	Contractor
	9/3/02

	Interim JSS
	C.4.5
	Contractor
	Per F.5.1

	Acceptance Testing Certification
	C.4.5.2
	Contractor
	Provided Prior to Sell-Off of Each Interim JSS

	Configuration Management Plan
	C.4.5.3.1
	Contractor
	NLT Sell-Off of the 1st Production Unit

	CSAR
	C.4.5.3.2
	Contractor
	At Sell-Off of Each Interim JSS

	Installation Plan
	C.4.6.3
	Contractor
	15 Days Prior to each Installation

	System Certification
	C.4.6.5
	Contractor
	Upon completion of Installation, Integration and Test at Each Test and Operational Site

	
	
	
	

	MILESTONE/

DELIVERABLE
	TASK ORDER PARA.
	RESPONSIBILITY
	PLANNED

COMPLETION DATE

	
	
	
	

	(Operator Training
	C.4.81
	Contractor
	10/7/02 – 10/11/02 at each Test site(s)

	CBT CD and Associated Training Documentation
	C.4.8.1
	Contractor
	Concurrent with commencement of training

	System Technical Documentation


	C.4.8.1
	Contractor
	Concurrent with each installation

	
	
	
	

	Licenses
	C.4.8.3
	Contractor
	Concurrent with each System Installation

	Warranties
	C.4.8.4
	Contractor
	Concurrent with each System Installation

	Sustainment Plan
	C.4.9
	Contractor
	10/15/02

	Production Facility Plan
	F.4.2
	Contractor
	15 DAA


F.6 PLACE OF DELIVERY

The Government's accepting authority is FEDSIM.  Originals of all correspondence requiring signature, such as copies of invoices, etc. shall be delivered to the COR at the following address: 

Ms. Bernadette N. Jones

GSA/FEDSIM/Air Force Programs

6354 Walker Lane, Suite 200

Alexandria, VA 22310

Phone:  703-306-7644

Fax:  703-445-1359

Email:  bernadette.jones@gsa.gov
Faster mailing address:

17045 Islip Loop, Suite 304

 Dumfries, VA 22026

The inspecting authority for all deliverables is: Lt. Darren Dusza  
    ESC/DIVG

   45 Arnold Street, Bldg 1600, 

   Hanscom AFB, MA 01731-2102

   Phone:  781-377-6717, DSN:478
 





    Fax:   781-377-7969

      





   Email:  Darren.Dusza@hanscom.af.mil
F.8  WRITTEN DELIVERABLES

The Contractor’s Project Manager and a technical editor shall review, approve, and sign all draft and final documents before being delivered to FEDSIM (GSA).  All draft and final documents shall be delivered electronically by a designated corporate official to the COR and designated ESC/DIVG PM representative, as specified in paragraph F.7.

f.9 deliverables media
All documentation deliverables shall be delivered in electronic format, using Microsoft Office 97 for Windows 98 (Word, Excel, PowerPoint, or other, as appropriate), to the GSA COR and ESC/DIVG representative, as specified in paragraph F.7.

F.9.1  PRODUCT DELIVERABLES

Interim JSS Test and Evaluation units shall be delivered, as specified by the Government through the exercise of options, via contractual modification.  The ESC/DIVG Project Office plans to issue a preliminary plan for Test and Evaluation system deployment within 30 DAA.  The ESC/DIVG Project Office will provide the contractor with a listing of operational sites by approximately September 1, 2002.

f.12 project review conferences
The contractor shall participate in project review conferences, as required to support the tasking under this task order. 

F.11  NOTICE REGARDING LATE DELIVERY

The Contractor shall notify the GSA COR, the Contracting Officer and ESC/DIVG PM, as soon as it becomes apparent to the Contractor that a scheduled delivery will be late.  The Contractor shall include in the notification the rationale for late delivery, the expected date for the delivery and the project impact of the late delivery.  The GSA COR and CO will review the [proposed] new schedule and provide guidance to the Contractor via a task order modification.
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NOTE:  Sections G.1 through G.5 of the contract and modification PS02 awarded as a result of RFP 7TS-99-0008 are applicable to this task order and are hereby incorporated by reference, except for the modifications indicated below.

G.5.3  INVOICE SUBMISSION

The Contractor shall submit Requests for Payments in accordance with the format contained in GSAR 552.232-72, INVOICE REQUIREMENTS (APR 1989), to be considered proper for payment. See G.5.3.1, 2 and 3 for the applicable invoice requirements for the cost reimbursement, fixed price and Time and Material (TM) CLINs .  In addition, the data elements indicated below shall be included on each invoice.

Task order number:  
T002AJL016
Paying Number:  
(ACT/DAC NO.) (from GSA Form 300, Block 4)

FEDSIM Project No.: 22174AFM-02
Project Title: 

Interim Joint Interface Control Officer (JICO) Support System (JSS)

The Contractor shall submit invoices as follows:



(1) Send Original Invoice To:




General Services Administration




Finance Division (299X)




P. O. Box 17181




Fort Worth, TX  76102




Mark Invoice:  ORIGINAL


(2) Send Copies To:




Nancy Self



GSA/FEDSIM/TFM_




6354 Walker Lane, Suite 200




Alexandria, VA   22310




and




Julia Sevin, Contracting Officer




GSA/FEDSIM/TFMGM/Estey



6354 Walker Lane, Suite 200




Alexandria, VA   22310




Mark Invoices:  COPY
G.5.3.1 cost plus fixed fee clins

The Contractor may invoice monthly on the basis of cost incurred for CPFF CLINs. The invoice shall include the period of performance covered by the invoice and the CLIN number and name.  In addition, the Contractor shall provide the following detailed information for each invoice submitted, as applicable.  Spreadsheet submissions are preferred.  

Project Total Hours:  This will identify all current and past contractor employees by name and labor category on the project and their total project hours billed for (1) that particular month and (2) the project to date.  The listing shall include separate columns and totals for the current invoice period and the project to date.

CLIN/Task Total Hours:  This will identify all current and past contractor employees by name and labor category on the project and their total CLIN/Task hours billed.  The listing shall include separate columns and totals for the current invoice period and the project to date.

Project Total Costs:  This will identify all current and past contractor employees by name, labor category, and rate on the project and their total project costs billed.  The ceiling rate for each labor category shall also be shown.  The listing shall include separate columns and totals for the current invoice period and the project to date.

CLIN/Task Total Costs:  This will identify all current and past contractor employees by name, labor category, and rate on the project and their total CLIN/Task costs billed.  The ceiling rate for each labor category shall also be shown.  The listing shall include separate columns and totals for the current invoice period and the project to date.

All cost presentations provided by the contractor shall also include Overhead Charges, General and Administrative Charges, and Fee.

G.5.3.1.1 Cost reimbUrsable (CR) clins

The Contractor may invoice monthly on the basis of cost incurred for CR CLINs. The invoice shall include the period of performance covered by the invoice and the CLIN number and name.  In addition, the Contractor shall provide the following detailed information for each invoice submitted, as applicable.  Spreadsheet submissions are preferred.  

Project Total Travel, Tools, and Other Direct Costs:  This will identify all current and past travel, tools and other direct costs on the project and their total Project costs billed.  The listing shall include separate columns and totals for the current invoice period and the project to date.

CLIN/Task Total Travel, Tools, and Other Direct Costs:  This will identify all current and past travel, tools and other direct costs on the project and their total CLIN/Task costs billed.  The listing shall include separate columns and totals for the current invoice period and the project to date.

All cost presentations provided by the contractor shall also include Overhead Charges, General and Administrative Charges, and Fee.

G.6 LIMITATION OF COSTS 

FAR Clause 52.232.20, applies to this task order on a Contract Line Item Number (CLIN) basis.  For CLINs 0001, 0002, 0003,0004, 0005, 0006, and 0007 only. The notification required by the subject clause on the part of the Contractor shall be made in writing to the Contracting Officer.  In the event the task order is not funded beyond the estimated cost set forth in the schedule, the Contractor shall deliver to the Contracting Officer all data collected and material produced, in process or acquired, in connection with the performance of the task order together with a summary report (in three copies) of its progress and accomplishments to date.

NOTE:  Sections H.1 through H.30 of the contract awarded as a result of RFP 7TS-99-0008 are applicable to this task order and are hereby incorporated by reference, except for the modifications indicated below.
H.9.2 GOVERNMENT furnished items

H.9.2.4   EQUIPMENT FOR ON-SITE PERSONNEL

The USAF ESC PM, or designated operational site/test site Air Force personnel (as directed by the ESC PM), will provide the following for contractor personnel working on operational or test sites: 

· Equipment Storage;

· Office Furniture;

· Expendable office supplies;

· Telephone and facsimile services with access to the Government telephone and facsimile network communication services;

· Access to commercial telephone networks;

· Electronic mail; and

· Computer equipment and accessories

H.9.2.5 GOVERNMENT FURNISHED EQUIPMENT (GFE) / GOVERNMENT FURNISHED INFORMATION (GFI)

The Government will provide the following: 
Description







Time Frame

One (1) Air Defense Systems Integrator (ADSI)


6/15/02 – 09/30/02

IDS Document Revision is V1.3.2

Dated 9/15/00







6/15/02 – 12/31/02

H.15 SECURITY REQUIREMENTS 
H.15.1   PHYSICAL SECURITY

The Contractor shall maintain appropriate security, with security measures and devices necessary to prevent unauthorized access to the facility and to protect classified information.  The role of the contractor in regard to classified information is to keep the documents in a safe, secure location in accordance with USAF and DOD security regulations and procedures. Physical facility security measures and security procedures must ensure protection of classified information and must be approved by the USAF ESC PM in writing, before implementation.

Access to the Interim JSS design and manufacturing facility shall be controlled in such a manner as to ensure the integrity of all information and to preclude disclosure of confidential information to unauthorized users.  Access shall be controlled using an electronic magnetic media programmable to provide access control (magnetic ID card system), changeable push-button combination locks, or other comparable devices.

H.15.2   PERSONNEL SECURITY

The contractor and subcontractor personnel shall possess the appropriate security classification and clearances to enter restricted areas.  Clearances and visit notifications must be forwarded to site activities as required and all personnel shall confirm to all National Security Acts and Department of Defense Security regulations.  All visit request/clearance notification shall be submitted to ESC/DIVG, Attn: Lt. Darren Dusza, 45 Arnold Street, Bldg, 1600, Hanscom AFB, MA 01731-2102; Phone 781-377-6717, DSN: 478, Fax 781-377-7969 Darren.Dusza@Hanscom.af.mil
Security Classification Required:  SECRET; COMSEC; CRYTOP, NATO Designations and, where required, SECRET/SCI clearance/access as identified in the DD254  All contractor personnel shall have appropriate clearances prior to performing work on this project.

In addition to other Security requirements, any Security infraction (non-compliance) shall immediately be brought to the attention of ESC/DIVG PM.  If deemed necessary to protect the Government’s interest, the Government will have the authority to require the contractor to replace contractor’s employee(s) and/or to require other appropriate actions (for example, requesting written reports specifically related to the infraction, damage assessments, corrective action) at no additional cost to the Government and not subject to the disputes clause.
H.15.3.1  Facility Access

The Contractor shall permit access to and inspection of the Contractor's facilities in use under this contract by representatives of USAF ESC Project Office.

H.17.2.1  Key Personnel

The Government desires a balanced team of designated key personnel, to ensure that both operational and technical aspects of the Interim JSS effort are successful.  The vendor shall assign a Program Manager as a Key Personnel. The does not intend to dictate the composition of the ideal team to perform this task order.  The contractor is encouraged to provide those other key positions as it deems beneficial to the Government in light of its proposed managerial and technical methodology.

 One (1)  Program Manager

For this Task Order, Key Personnel shall be assigned for a minimum period of 6 months barring circumstances outside the control of the Contractor, e.g., death, and disability.   Should any Key Personnel choose to leave for another reason (e.g., higher pay, job dissatisfaction) prior to six months in place, then any costs associated with either relocation, or replacement shall be the sole responsibility of the contractor (i.e. are not cost reimbursable under this Task Order). 

Key personnel may be replaced or removed subject to Section H.17.2 “Key Personnel and Personnel Substitutions”, H.17.4 “Personnel Conduct”, and H.17.6 “Unsatisfactory Performance by Contractor Personnel” of the basic contract.

Key personnel are not required to be 100% dedicated to this project.

The specialized experience for mandatory Key Personnel listed below is desirable, but not mandatory.  All experience will be evaluated based on relevance to this task order.
Program Manager
The contractor shall identify a Program Manager (PM) to serve as the Government’s major point-of-contact and to provide supervision and guidance for all contractor personnel assigned to the task order.  The PM is ultimately responsible for the quality and efficiency of the Interim JSS effort, to include both technical issues and business processes.  The Program Manager shall assign tasking to contractor personnel, supervise on-going technical efforts, and manage overall task order performance.

The Program Manager (PM) should have extensive experience in managing integration projects, covering all phases of system hardware and software including design, development, integration, implementation, testing, production, and operations and maintenance.  The PM should have experience in the management of similar projects, to include assignment of personnel, implementing cost controls, developing project timelines and developing complex project management plans.  

The following experience is highly desirable for the Program Manager:

· Demonstrated excellence in planning, directing, and managing complex Information Technology (IT) projects/operations in the last five years similar in size and scope as referenced under this Task Order.

· Successful management and supervision of employees of various labor categories and skills in projects similar in size and scope as referenced under this Task Order.

· Technical and administrative leadership of task compliance with industry accepted standards 

· Knowledge of configuration management and quality assurance concepts and guidelines

· Knowledge of system supportability concepts (logistic support elements, Reliability, Maintainability and Availability)

· Bachelor’s Degree in computer science, information technology business administration or related subject matter. Professional Certification (Project/Program Manager Certification) is a plus.



NOTE: Sections I.1 through I.20 of the contract and modification PS02 awarded as a result of RFP 7TS-99-0008 are applicable to this task order and are hereby incorporated by reference, except for the modifications indicated below

FEDERAL ACQUISITION REGULATION (48 CFR CHAPTER 1) SOLICITATION CLAUSES

CLAUSE NO
CLAUSE TITLE






DATE
052.215-21 REQUIREMENTS FOR COST OR PRICING DATA OR 

(OCT 1997)

INFORMATION OTHER THAN COST OR PRICING 

DATA – MODIFICATIONS

52.232-20
LIMITATION OF COSTS





(APR 1984)

52.232-22
LIMITATION OF FUNDS




(APR 1984)

52.209-3   
FIRST ARTICLE TESTING (Alternative II)          


(SEPT. 1989)
i.11
552.232-70 INVOICE REQUIREMENTS (SEPT 1999) (GSAM)  

(a) Invoices shall be submitted in an original and two copies to the Government office designated in this task order to receive payment.  

(b) Invoices must include the Accounting Control Transaction (ACT) number provided below.


ACT number: A 13616753)

(c) In addition to the requirements for a proper invoice specific in the Prompt Payment clause of the contract, the following information must be submitted with each invoice:

(1) Name of the business concern and invoice date.

(2) Contract number.

(3) Task order number or other authorization for delivery of property or services.

(4) Item number, national stock numbers (NSN) or other product identification

number, description, price, and quantity of property or services actually delivered or rendered.

(5) Shipping and payment terms.

(6) Name (where practicable), title, phone number, and complete mailing address of 

responsible official to whom payment is to be sent.  The "remit to" address must correspond to the remittance address in the Contract.

(7) Information necessary to enable the Government to make payment by wire 

transfer shall be furnished in accordance with the Method of Payment clause of this Contract.

(8)
FEDSIM Project No.  (from GSA Form 300, Block 5)

(9)
Project Title


(10)
For cost-reimbursement task orders, supporting data including breakdown of costs 



by person and task, and other costs (travel, materials, etc.)

(11)
Shipping and payment terms


(12)
Any other information or documentation required by other provisions of the 



Contract, such as evidence of shipment.

NOTE:  Section J of the contract and modification PS02 awarded as a result of RFP 7TS-99-0008 is applicable to this task order and is hereby incorporated by reference.

J.1  PUBLICATIONS REFERENCED

J.2  LIST OF ATTACHMENTS

List of Attachments

	Attachment Number
	Subject

	
	

	
	

	1
	Monthly Status Report

	2
	Problem Notification Report

	3
	Trip Report

	4
	Program Review

	5
	Acronym Listing

	6
	DD254 (separate file)

	7
	DODI-5200-40 (separate file)

	8
	Interface Design Specification

	
	

	
	


Attachment #1

MONTHLY STATUS REPORT for (Month and year)
	Contractor
	

	Contract Number
	

	Task Order Number
	

	FTS Project No.
	

	Contractor's Project Manager
	

	Contracting Officer's Representative
	


1. Activities during reporting period  (Include:  On-going activities, new activities, activities completed; progress to date on these activities)

2. Problems and corrective action taken  (Include potential problems and recommended solution)

3.
Status of deliverables

4.
Activities planned for the coming period

5.
Government actions required

6.
Trips taken, conferences attended, etc.

1. Schedule  (Shows major tasks, milestones, and deliverables; planned and actual start and completion dates for each)

Prepared by:
(Signature)
___________________________
(date)  ___________





(Name)






Project Manager

Attachment 2

PROBLEM NOTIFICATION REPORT

	TASK ORDER NUMBER:
	
	DATE:
	


1.
Nature and sources of problem:

2.
COR was verbally notified on:  (date) ___________________

3.
Is action required by the Government?    Yes_____  No_____

4.
If  YES, describe Government action required and date required:

5.
Will problem impact delivery schedule?    Yes_____  No_____

6.
If YES, identify what deliverables will be affected and extent of delay:

7.
Can required delivery be brought back on schedule?    Yes_____  No_____

8.
Describe corrective action needed to resolve problems:

9.
When will corrective action be completed?

10.
Are increased costs anticipated?    Yes_____  No_____

11.
Identify amount of increased costs anticipated, their nature, and define Government responsibility for problems and costs:

Attachment 3

TRIP REPORT
Contractor  ___________________________________

Contract Number  ______________________________

Task Order Number  ____________________________

FTS Project Number  ________________________

Trip Dates:  From  ___________________  To  ______________________

Place(s) Visited:

Trip Personnel:

Trip Purpose:

Activities:

People Visited:

Results:

Prepared by:
(Signature)  ____________________________
(Date)  _____________



(Name)



(Title)

Attachment #4

In-Progress Review (IPR) Report Format
The following topics are recommended for In Progress Reviews by the Contractor to the FTS COR and FTS client:

· Functional Areas Supported

· Task Order Summary to include award amount, funded amount, period of performance, average burn rate

· Funding including actual cost to date plus projections through end of period of performance

· Personnel Status

· Accomplishments during the previous period

· Planned activities for the next period

· Any Issues/Problems/Risks

· Actions required of COR or FTS Client

Attachment #5

Acronym Listing

AO

Operational Availability

ADSI
Air Defense Systems Integrator

BITE

Built In Test Equipment

CCB

Configuration Control Board

CD

Computer Diskette

CO

Contracting Officer

COR

Contracting Officer’s Representative

COTS

Commercial Off the Shelf

CSAR

Configuration Status Accounting Report

CTP

Common Tactical Picture

DITSCAP
DoD Information Technology Security Certification and Accreditation Process

ESC

Electronic Systems Command

FAT

First Article Test

FOC

Full Operational Capability

GPN

Ground Planning Network

HF

High Frequency

IA
Information Assurance

IBS

Integrator Broadcast Service

IER

Information Exchange Requirement 

IMTDS
Improved Multi TADIL Display System

IOC

Initial Operational Capability

IP

Interface Protocol

JDN 

Joint Data Network 

JFACC
Joint Forces Air Component Commander

JFC

Joint Force Commander 

JFLCC

Joint Forces Land Component Commander

JFMCC
Joint Forces Maritime Component Commander

JICC

Joint Interface Control Cell

JICO

Joint Interface Control Officer
JSS

JICO Support System

JTCN

Joint Composite Tracking Network

JTIDS

Joint Tactical Information Distribution System

LAN

Local Area Network

MSR

Monthly Status Report

MTA

Multi-TADIL Architecture

MTBCF
Mean Time Between Critical Failure

MTN

Joint Multi-Tactical Data Link Network

MTTR

Mean Time to Repair

NDF
Network Design Facility

NPG

network Participation Group

OEM

Original Equipment Manufacturer

PMP

Program Management Plan

PNR

Problem Notification Report

PO

Project Office

QA

Quality Assurance

QC

Quality Control

RDL

Tactical Data Link 

RICO

Regional Interface Control Officer

RPP

Requirement Performance Parameter

SA

Situational Awareness

SATCOM
Satellite Communication

SICO

Sector Interface Control Office

T & E

Test and Evaluation

TCP

Transmission Control Protocol 

TSDF

Time Slot Duty Factor

UDP

User Datagram Protocol

UHF

Ultra High Frequency

USAF

U.S. Air Force

VHF

Very High Frequency

VMF

Variable Message Format

WBS

Work Breakdown Structure Proposed

ATTACHMENT 8
Global Command and Control System

Multi-TADIL Capability

Interface Design Specification

Version 1.3.1

Version 1.3.2

14 July 199926 June 2000

15 September 2000

Inter-National Research Institute, Inc.

and

Advanced Programming Concepts, Inc.

Proposed
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1.0 Overview

The Global Command and Control System (GCCS) Multi-TADIL Capability Interface Design Specification (MTC IDS) describes the messages that support an interface between systems that communicate with a Joint Tactical Information Distribution System (JTIDS) and GCCS.  Today, the JTIDS terminal communicates primarily fixed format Tactical Data Information Link (TADIL) J series messages in a distributed time division radio frequency (RF) network.  JTIDS terminals communicate J series messages exchanged on the RF network with host systems via terminal input messages (TIM) and terminal output messages (TOM).  

The GCCS MTC IDS describes a set of messages which allows the terminal host system and GCCS to exchange TADIL J messages as well as the data resident in the TIMs and TOMs.  The IDS enables the GCCS system to receive all TADIL J messages received by the host system without data loss.  Additionally, the IDS supports the capability for GCCS to transmit messages through the host system on to the Link 16 RF network.  The GCCS transmit capability enables GCCS to forward relevant information received and correlated from GCCS supported communications networks.  Moreover, the GCCS system is capable of transmitting commands and force orders as required on the Link 16 network through this interface.

2.0 Applicable Documents

MIL-STD-6016, Tactical Digital Information Link (TADIL) J Message Standard, 
7 February 1997
Interface Control Document for Army JTIDS Class 2 Terminal Interfaces with Army Systems/Elements, Rev.-E, 4 November 1987
Interface Control Document for JTIDS Class 2H Terminal Interface with MCE System, 
Rev.-C, 7 November 1990.
Interface Control Document for JTIDS Navy Shipboard Class 2 Terminal, 
Rev.-V, 25 November 1997.
Technical Memo Naval Air Development Center (NADC), JTIDS Network Library Format, 
40LJ-TM-8907, 26 July 1989
MIL-STD-1533B, DOD Interface Standard for Digital Time Division Command/Response Multiplex Data Bus, Notice 4, 15 January 1996

Multi-Link Translator & Display System and End User Interface Control Document, The MITRE Corporation, 20 July 1995

3.0 Specification

3.1 Summary

The information specified herein is intended to cover the superset of data available from any Link 16 terminal type to include the several variants of JTIDS terminals as well as MIDS terminals.  The interface specification will enable the system communicating with any of these terminals to pass this data on to GCCS as required by the overall system concept of operations.  The types of data to be exchanged include both the TADIL J message family and also terminal and system status information.

The TADIL J message family includes:

TADIL J Fixed Format messages (today)

Variable Message Format (future)

Link-22 (future)

Terminal and system status messages include:

System Status Information

Terminal Initialization Information

Terminal Status Information

Receipt / Compliance Identifiers

The messages supported above are transferred between the system servicing the JTIDS Terminal and GCCS through a series of transactions.  There are currently four types of transactions defined: System Status, Terminal Initialization, Cyclic, and Event.   

In the following detailed interface specifications, the location of the system data is given relative to the TIMS / TOMS for a JTIDS terminal. At a future date, this mapping relative to the BIMS / BOMS for a MIDS terminal will be included.

The interface design is intended to allow both the systems servicing the JTIDS terminal and GCCS to work as much as possible within local memory.  The design allows messages of the same transaction type to be combined within interface data packets in order to minimize the number of specific reads and writes on either a TCP/IP socket or a RS-232 serial line. The data packets are the container entities that are sent through the socket or onto the serial line. Each data packet may be composed of many data elements. Packet lengths will vary with the data being transmitted.

An interface data packet is composed of the following:

Serial Packet Header (optional see note 1)
-- Used when communicating over a serial line
– Source code name: Serial Packet Header
– Specifies data structure and serial only messages
– Accounts for checksum and ack/nack guaranteed by TCP/IP

System Packet Header (optional see note 2)
-- Describes quantity of total data to be passed 
-- Source code name: L16SIT_SystemPacketHeader  
-- Contains packet length and message type
– Used with USAF Multi-Link Translator & Display System (MTDS)

Data Packet Header
-- Describes specific transaction type and quantity of data
-- Source code name: L16SIT_DataPacketHeader 
-- Contains packet time, packet length, data element length, transaction id, message id, 
      and message data.

Data Elements 
-- Receive Message Context
-- Transmit Message Context
-- Message Data 


(1) Note: For the GCCS system, the serial packet header is an optional construct.  It is included to support aspects of communications normally guaranteed through the TCP/IP interface layer.  These include message quality (through checksums) and delivery (through ack/nack and keep alive messages as required). 

(2) Note: For the GCCS system, the system packet header is an optional construct.  It is included primarily to support the specific implementation with the Multi-Link Translation and Display System (MTDS).  MTDS uses the system packet header message type to distinguish between the MTDS serial interface, the MTDS local area network interface, and this GCCS Link 16 interface.  Consequently, when the system packet header is used, message type is generally set to 2 for all data exchange.

(3) Note: The packing of data is Unix environment implicit. The data structures are packed top to bottom, left to right, with the MSB in the left-most byte.  As an example, an unsigned 32-bit integer is represented as 4 bytes with the first byte over a socket or on a serial line containing the MSB and the fourth byte over the socket or serial line containing the LSB. This is sometimes referred to as a Big-Endian representation.

3.2 Detailed Specification

3.2.1 Serial Packet Header

This MTC serial interface and associated Serial Packet Header shall use the MTDS Serial Protocol (see referenced document) with the following exceptions:

Frame length (Message length) is a 16-bit field allowing 0-65535 bytes.


The Checksum shall be contained in the message header.  The Checksum is calculated by summing consecutive 16 bit words of the entire message, i.e. Message Data and Frame Header excluding only the Checksum bytes. The Checksum value is the least significant 16 bits of the resulting sum.


Checksum and multi-byte message data shall be in Big Endian format.


The Kernel, End User Data Type A, and GPS Parameters messages are not implemented.

A summary of the Serial Packet Header follows.

	Serial Packet Header Structure

	Start Flag
	Message Type

	Frame Index
	Ack Required

	Length (high byte)
	Length (low byte)

	Check Sum (high byte)
	Checksum (low byte)

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Size: 8 Bytes

	Attribute
	Definition

	Start Flag
	Leading flag of serial frame (0x7E)

	Message Type
	Message Type enumerated for serial messages

	Frame Index
	Frame sequence number

	Length
	Number of bytes in the frame following the checksum

	Checksum
	16 bit checksum value


Message Data follows the serial header.  Multi-byte words are sent Big Endian. The serial message types are enumerated to be:

	Message Type

	Status Request Type

	Status Response Type

	End User Data Type

	Ack Type

	Nack Type

	Set Frame Timeout Type

	Link Keep Alive Request Type

	Link Keep Alive Response Type


Message construction is detailed below.

3.2.1.1 Status Request Message

The Status Request message consists only of the Serial Packet Header.  The message type is set to Status Request Type and the ack-Required byte is set to 0.

3.2.1.2 Status Response Message

The Status Response message consists of the Serial Packet Header followed by seven 16-bit big-endian integers.  In order the status words are the number of:

	1
	Transmitted Frames

	2
	Time Outs

	3
	Transmit Buffer Overflows

	4
	Received Frames

	5
	Bad Received Frames

	6
	Receive Buffer Overflows

	7
	Out Of Sequence Frames


3.2.1.3 End User Data Message

For the serial interface, the end user data message will be used for nearly all data exchange.  The message consists of the Serial  Packet  Header and the End User Data.  The End User Data consists of the Data Packet Header and Data Elements (received and transmitted J messages) described in Section 3.2.3. 

3.2.1.4 ACK Message

The ACK message consists of the Serial Packet Header and one byte. The acknowledgement byte in the header is set to 0.  The message data byte is set to the frame sequence number being ACKed

3.2.1.5 NACK Message

The NACK message consists of the SerialTIUHeader and one byte. The acknowledgement byte in the header is set to 0.  The message data byte is set to the frame sequence number received in error being NACKed

3.2.1.6 Set Frame Timeout Message

The Set Frame Timeout message consists of the Serial Packet Header and one byte. The acknowledgement byte in the header is set to 0.  The message data byte is set to the number of seconds allowed for Acks before the frame is resent.  A frame will be retransmitted up to 3 times.

3.2.1.7 Link Keep Alive Request Message

The Link Keep Alive Request Message is sent only with the Serial Packet Header.  The acknowledgement required byte is set to 1 when an ack is required from the other system.

3.2.1.8 Link Keep Alive Response Message

The Link Keep Alive Response message consists of the Serial Packet Header and one byte. The acknowledgement byte in the header is set to 0.  The message data byte is set to the frame sequence number of the Link Keep Alive Request message being acknowledged.  A total of nine bytes are sent with this message.

3.2.2 System Packet Header

The System Packet Header is transferred for system packets between MTDS (and optionally other systems servicing the JTIDS terminal) and GCCS. A system packet may contain one or many data packets.  If the system packet header is used, the overall system packet size is limited to 255 bytes because packet length is represented with one byte.  The System Packet Header structure and attribute definitions are as follows:

	System Packet Header Structure

	Packet Length
	Message Type

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Size: 2 Bytes

	Attribute
	Definition

	Packet Length 
	Defines how many bytes of data are in the package body.

	Message Type 
	Message type (currently constant 2)


3.2.3 Data Packet Header

The Data Packet Header is transferred for data packets  A data packet may contain one or many data elements.  The type of data  to be passed is determined based upon the enumerated values for transaction id and message id.  Should the data fit cleanly into a 24 bits, then it will be stored in the Message Data field and the Packet Length will be set to 0.  In most cases, such as receiving J series messages with a Message ID of L16SITC_RCV_J_MESSAGE_DATA, the data packet header  will be followed by both Link 16 Receive Message Context and some variable quantity of Link 16 J Raw Message structures indicated within the message context.  Data packet lengths will vary with the data to be transmitted.  The Data Packet Header structure is as follows:

	Data Packet Header Structure

	Packet Time (MSB)

	Packet Time (LSB)

	Packet Length (MSB)

	Packet Len. (LSB)
	Element Length

	Transaction ID
	Message ID
	Message Data (MSB)

	Message Data (LSB)

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Size: 12 Bytes

	Attribute
	Definition

	Packet Time 
	Describes time at which the data is valid. This generally coincides with the terminal time.

	Packet Length 
	Defines how many bytes of data are in the package body.

	Element Length 
	Defines the size of each data element. For data elements with a variable size, the element length will be set to 0.  This generally requires self-descriptive data to determine its size (which may even be different from one element to the next).

	Transaction ID
	Gives a gross categorization of the message type. Enumerated types include: 
SYSTEM_STATUS
INITIALIZATION
CYCLIC
EVENT. 
Source code name: L16SystemInterface_Transaction.

	Message Id
	Clearly identifies the kind of message(s) in the body. Source code name depends upon the Transaction ID: 
L16SystemInterface_SystemStatus
L16SystemInterface_Initialization
L16SystemInterface_Cyclic
L16SystemInterface_Event

	Message Data 
	Three available bytes for use in small data situations.


3.2.3.1 System Status Transaction

The system status transaction type supports bi-directional transfer of data.  The system status transaction is transferred as required, but is generally event driven.  Two key types of data are communicated – error related status and C2 related status. The purpose of the C2 messages are to support Command and Control authority across the MTC.  The current system architecture allows one system to register with the MLIU for C2 authority of addressed tactical messages while other MTC systems would receive but not respond to these addressed messages.  The system status transaction types and supporting data structures are given in the following tables.

	Message ID
	Definition/Data structure support

	L16SITS_RESET
	Uses message data space available in the DPH 

	L16SITS_IO_VARIANCE
	Indicates a start/stop in the I/O stream.

	L16SITS_ALERT
	Uses the L16SIT_Alert structure

	L16SITS_DOWN
	Uses message data space available in the DPH 

	L16SITS_UP
	Uses message data space available in the DPH

	L16SITS_SIBLING_DOWN
	Uses message data space available in the DPH 

	L16SITS_C2_REQUEST
	Uses message data space available in the DPH 

	L16SITS_C2_RESPONSE
	Uses message data space available in the DPH 

	L16SITS_C2_STATUS
	Uses message data space available in the DPH 

	L16SITS_C2_ACK
	Uses message data space available in the DPH 


3.2.3.1.1 L16SITS_RESET Message

The L16SITS_RESET message data is to be determined.

3.2.3.1.2 L16SITS_IO_VARIANCE Message

The L16SIT_IO_VARIANCE message is used to report a change in TADIL J link transmit/receive status.  The message data space definition (in the DPH) follows.

	Message Data for L16SITS_IO_VARIANCE

	Not Used
	0

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


I/O Status

TADIL-J off

TADIL-J on

3.2.3.1.3 L16SITS_ALERT Message

The L16SIT_Alert structure consists of an alert code and a 63 character message.  Alert codes and messages are currently to be determined.

3.2.3.1.4 L16SITS_DOWN Message

The L16SITS_DOWN message data is to be determined.

3.2.3.1.5 L16SITS_UP Message

The L16SITS_UP message data is to be determined.

3.2.3.1.6 L16SITS_INACTIVE_PORT Message

Sent from the MLIU to host systems to report that a previously active MLIU port (sibling host) is no longer responding. The message data space definition (in the DPH) follows.

	Message Data for L16SITS_INACTIVE_PORT

	Not Used
	Port Number

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Port Number – range 0..31 identifies which port on the MLIU has gone inactive.

3.2.3.1.7 L16SITS_C2_REQUEST Message

Sent from a host system to the MLIU to request or release command and control authority. The message data space definition (in the DPH) follows.

	Message Data for L16SITS_C2_REQUEST

	Not Used
	0

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Command and Control request

Request C2 authority

Request release from C2 authority

3.2.3.1.8 L16SITS_C2_RESPONSE Message

Sent from the MLIU to a host system in response to a command and control request. The message data space definition (in the DPH) follows.

	Message Data for L16SITS_C2_RESPONSE

	Not Used
	0

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Command and Control response

Host request rejected

Host request accepted

3.2.3.1.9 L16SITS_C2_STATUS Message

The MLIU uses the L16SITS_STATUS message to keep the host system informed of the current MTC command and control authority configuration.  The message data space in the DPH is used to send a sequence count value, which is incremented every transmission opportunity, and status bit fields for  the command and control authority configuration. The message data space definition (in the DPH) follows.

	Message Data for L16SITS_C2_STATUS

	Not Used
	1
	0

	23
	22
	21
	20
	19
	18
	17
	16
	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Command and Control (C2) status of directly tied host

Directly tied host system does not have C2 authority (monitor)

Directly tied host system has C2 authority

System C2 Configuration

MLIU does not have active C2 system

MLIU has a C2 host currently active

3.2.3.1.10 L16SITS_C2_ACK

Sent from Host to MLIU to acknowledge receipt of the L16SITI_PLATFORM_INFO message or the L16SITS_C2_STATUS message.

3.2.3.2 Initialization Transaction

The initialization transaction type supports one way transfer of data from the system servicing the JTIDS terminal to GCCS.  The initialization transaction is transferred once prior to net entry of the JTIDS terminal in order to communicate the initialization data elements defined below. During network operations, the initialization transaction will be used to notify GCCS of value changes as they occur.  The transaction type is also used by the ADSI MLIU to initialize the MTC Command and Control configuration.  The initialization transaction types and supporting data structures are given in the following tables.

	Message ID
	Data Structure Support

	L16SITI_PLATFORM_INFO
	Uses L16SIT_PlatformInfo

	L16SITI_TRACK_NUMBER
	Uses Message Data

	L16SITI_RF_MODE
	Uses Message Data

	L16SITI_TERMINAL_POSN
	Uses L16SIT_TerminalPosn

	L16SITI_OWN_STATION_POSN
	Uses L16SIT_OwnStationPosn

	L16SITI_GRID_POSN
	Uses L16SIT_GridPosn

	L16SITI_NPG_PACKING_LIMIT
	Uses L16SIT_NpgPackingLimit

	L16SITI_HOST_DEFINED_NPG_BUFFER
	Uses Message Data

	L16SITI_NET_ENTRY_TIME
	Uses L16SIT_TimeOfDay

	L16SITI_TIME_OF_DAY
	Uses L16SIT_ExternalTime


3.2.3.2.1 L16SITI_PLATFORM_INFO Message

Uses L16SIT_PlatformInfo

	L16SIT_PlatformInfo Structure

	Spare A
	Platform IDEnvironment Category

	Spare B
	(7)
	(6)
	(5)
	(4)
	(3)
	(2)
	(1)
	(0)

	Activity
	Platform

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Exercise Indicator

Displaced Position Indicator

Force Tell Indicator

Emergency Indicator

Command Control Indicator

Simulation Indicator

MTC C2  Host Configuration

Directly tied host designated as C2 monitor

Directly tied host designated as C2 authority

Spare C

Note: The value for environment/category are the same as those used for the J2.0 message. 

          (0=Surface; 1=Sub-surface; 2=Air; 3=Land point; 4=Land track)

3.2.3.2.2 L16SITI_TRACK_NUMBER Message

Uses Message Data

3.2.3.2.3 L16SITI_RF_MODE Message

Uses Message Data

3.2.3.2.4 L16SITI_TERMINAL_POSN Message

Uses L16SIT_TerminalPosn

	L16SIT_TerminalPosn Structure

	Coarse Latitude

	Fine Latitude
	Spare A

	Coarse Longitude

	Fine Longitude
	Spare B

	Height

	(1)
	Spare A
	Position Uncertainty
	Height Uncertainty

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Validity

3.2.3.2.5 L16SITI_OWN_STATION_POSN Message

Uses L16SIT_OwnStationPosn

	L16SIT_OwnStationPosn Structure

	Coarse Latitude

	Fine Latitude
	Spare A

	Coarse Longitude

	Fine Longitude
	Spare B

	Height

	(1)
	Spare A
	Position Uncertainty
	Height Uncertainty

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Validity

3.2.3.2.6 L16SITI_GRID_POSN Message

Uses L16SIT_GridPosn

	L16SIT_GridPosn Structure

	Coarse Latitude

	Fine Latitude
	Spare A

	Coarse Longitude

	Fine Longitude
	Spare B

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.2.7 L16SITI_NPG_PACKING_LIMIT Message

Uses L16SIT_NpgPackingLimit

	L16SIT_NpgPackingLimit Structure

	Spare A
	(1)
	NPG Number

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Packing Limit

3.2.3.2.8 L16SITI_HOST_DEFINED_NPG_BUFFER Message

Uses Message Data

3.2.3.2.9 L16SITI_NET_ENTRY_TIME Message

Uses L16SIT_TimeOfDay

	L16SIT_TimeOfDay Structure

	(1)
	Spare A
	Hours
	Minutes

	Spare B
	Seconds
	Slots

	(2)
	Spare C
	Minutes Error
	Seconds Error

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Validity

Error Validity

3.2.3.2.10 L16SITI_TIME_OF_DAY Message

Uses L16SIT_ExternalTime

	L16SIT_ExternalTimeReference Structure

	Hours 1st Digit
	Hours 2nd Digit
	Minutes 1st Digit
	Minutes 2nd Digit

	Seconds 1st Digit
	Seconds 2nd Digit
	Day of Year 1st Digit
	Day of Year 2nd Digit

	Day of Year 3rd Digit
	Spare A

	Figure of Merit

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.3 Cyclic / Periodic Transaction

The cyclic/periodic transaction type supports one way transfer of data from the system servicing the JTIDS terminal to GCCS.  The cyclic transactions are transferred to GCCS at a rate consistent with their availability at the system servicing the JTIDS terminal.  For the RCV_J_MESSAGE_DATA event message id, the data packet header is followed by an L16ReceiveMessageContext and up to 25 L16JRaw structures as determined by the 7 bit word count field.  For receive, word count refers to the number of words contained in the L16JRaw structures to follow, five per structure.  The cyclic/periodic transaction types and supporting data structures are given in the following tables.

	Cyclic/Periodic Message ID
	Data Structure Support

	L16SITC_TERMINAL_STATUS
	Uses L16SIT_TerminalStatus

	L16SITC_TERMINAL_TIME_OF_DAY
	Uses L16SIT_TimeOfDay

	L16SITC_VOICE_CHANNEL
	Uses L16SIT_VoiceChanCtrlInfo

	L16SITC_NPG_AVAIL
	Uses L16SIT_NpgAvailable

	L16SITC_RCV_J_MESSAGE_DATA
	Uses L16ReceiveMessageContext + L16JRaw

	L16SITC_HOST_NAVIGATION_DATA
	Uses L16SIT_HostNavigationsData


3.2.3.3.1 L16SITC_TERMINAL_STATUS Message

Uses L16SIT_TerminalStatus

Record Type: Terminal Status

Data Source: TOM1

	L16SIT_TerminalStatus Structure

	(1)
	Xmit Mode
	(2)
	(3)
	(4)
	(5)
	(6)
	(7)
	(8)
	(9)
	Org. User Type

	(10)
	(11)
	(12)
	(13)
	(14)
	(15)
	(16)
	(17)
	(18)
	(19)
	(20)
	(21)
	(22)

	Spare B
	(23)
	Spare C

	Time Quality
	Spare D
	(24)
	(25)
	(25)
	(26)
	(28)

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


	(1) Hot Standby
	(11) HPAG Fail
	(20) Net Entry Status

	(2) IPF Reset
	(12) Omni B VSWR Fail
	(21) Data Change Valid Err

	(3) Exercise Indicator
	(13) Direct A VSWR Fail
	(22) Initialization Status

	(4) Emergency Indicator
	(14) SDU Fail
	(23) Relay Inhibit Status

	(5) Spare A
	(15) IU Fail
	(24) IPF Fail

	(6) Comm Mode
	(16) DDP Fail
	(25) Thermal Overload

	(7) Bit Progress
	(17) RT Fail
	(26) Thermal Override

	(8) Net Time Ref
	(18) Battery Fail
	(27) Message Alert

	(9) Position Ref
	(19) SDU Alert
	(28) Degraded Performance

	(10) Terminal Fail
	
	


3.2.3.3.2 L16SITC_TERMINAL_TIME_OF_DAY Message

Uses L16SIT_TimeOfDay

	L16SIT_TimeOfDay Structure

	(1)
	Spare A
	Hours
	Minutes

	Spare B
	Seconds
	Slots

	(2)
	Spare C
	Minutes Error
	Seconds Error

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Validity

Error Validity

3.2.3.3.3 L16SITC_VOICE_CHANNEL Message

Uses L16SIT_VoiceChanCtrlInfo

	L16SIT_VoiceChanCtrlInfo Structure

	(1)
	(2)
	Control Channel
	Voice Channel

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Spare A

Voice Channel ID

3.2.3.3.4 L16SITC_NPG_AVAIL Message

Uses L16SIT_NpgAvailable

Record Type: NPG buffers available

Data Source: TOM 1 Word 15

	L16SIT_NpgAvailable Structure

	(1)
	Host NPG Buffers
	Control NPG Buffers
	Surveillance NPG Buffers

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Spare A

3.2.3.3.5 L16SITC_RCV_J_MESSAGE_DATA Message

In order to send Plain Text Messages to a specific data link, GCCS needs to know the type of data link for a specific TN Address. When the MLIU forwards to GCCS a track message, it will identify the data link type in the SPARE F field.

Uses L16ReceiveMessageContext + L16JRaw

Record Type: Received J Message Header

Data Source: TOMs 2-20

	Link 16 Received Message Context

	System Time (MSB)

	System Time (LSB)

	 (1)
	Type
	Word Count
	Spare B
	(2)

	(3)
	J Source Track Number

	Spare D
	Net Participation Group

	Spare E

	Spare FLINK TYPE
	Receipt Compliance ID

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Spare A

Receipt Compliance Response Required

Spare C

LINK TYPE:


Bit 12 – bit 15 Data link type where:

0000
No statement

0001
TADIL-A/TADIL-B

0010
JTIDS

0011
STADILJ

0100
TJSERIAL

0101
ATDL-1

0110
NL-1

0111
Lateral Tell

UNDEFINED

For each Track message coming from the MLIU to GCCS, the MLIU will insert the data link type value into the LINK TYPE FIELD. The value of the LINK TYPE field will be zero for non track messages.

	Link 16 TADIL J Raw Message

	15
	….Frame A….
	0

	31
	….Frame B….
	16

	47
	….Frame C….
	32

	63
	….Frame D….
	48

	Frame E - Spare
	69
	68
	67
	66
	65
	64

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.3.6 L16SITC_HOST_NAVIGATION_DATA Message

Uses L16SIT_HostNavigationData

Record Type: Host Navigation Data

Data Source: TIM 17

	Link 16_HostNavigationData Structure

	(1)
	(2)
	(3)
	(4)
	(5)
	(6)
	(7)
	(8)
	(9)
	(10)
	(11)

	(12)
	Spare C
	(13)
	Vertical Posn. Quality
	Horz. Posn. Quality

	Time of Update

	Spare D
	Update Slot Divider

	Platform Latitude (MSB)

	Platform Latitude (LSB)

	Platform Longitude (MSB)

	Platform Longitude (LSB)

	Time of Computation Attitude

	Spare E
	Attitude Slot Divider

	Platform Roll (MSB)

	Platform Roll (LSB)

	Platform Pitch (MSB)

	Platform Pitch (LSB)

	Platform Heading (MSB)

	Platform Heading (LSB)

	Time Of Computation Velocity

	Spare F
	Velocity Slot Divider

	Platform North Velocity (MSB)

	Platform North Velocity (LSB)

	Platform East Velocity (MSB)

	Platform East Velocity (LSB)

	Platform Wander Angle

	Geodetic Latitude of Position Fix (MSB)

	Geodetic Latitude of Position Fix (LSB)

	Geodetic Longitude of Position Fix (MSB)

	Geodetic Longitude of Position Fix (LSB)

	Azimuth Correction Used

	Ocean Current North Velocity

	Ocean Current East Velocity

	Reference North Velocity

	Reference East Velocity

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Geodetic Position Valid

Spare A

Velocity Valid

Heading Valid

Pitch and Roll Valid

Wander Angle Valid

Geofix Latitude/Longitude Valid

Spare B

Host Velocity Quality Valid

Damping Mode

Navigation System in Use

Update Flag

JTIDS Used

3.2.3.4 Event Transaction

The event transaction type supports one way transfer of data from GCCS to the system servicing the JTIDS terminal.  The event transactions are transferred from GCCS at a rate consistent with their availability at GCCS and consistent with the transmit requirements specified in MIL-STD-6016.  For the XMIT_J_MESSAGE_DATA event message id, the data packet header is followed by an L16TransmitMessageContext and up to 15 L16JRaw structures as determined by the word count field.  For transmit, word count refers to the number of L16JRaw structures.  

The XMIT_NEW_J_MESSAGE_DATA message will be used when interfacing with the Air Defense System Integrator (ADSI).  The ADSI will maintain the track number block and will assign TADIL J track numbers to tracks initiated by GCCS.  For the XMIT_NEW_J_MESSAGE_DATA, the data packet header is followed by a 16-bit integer for the GCCS track handle (ctsx), the L16TransmitMessageContext and up to 15 L16JRaw structures as determined by the word count field.   The track handle (ctsx) will be returned with the TN assigned by ADSI using the EVENT transaction id and NEW_TRACK_IDENTIFIER message id combination.

The event transaction types and supporting data structures are given in the following tables.

	Event Message ID
	Data Structure Support

	L16SITE_RC_STATUS_QUERY
	Uses L16SIT_RcStatusQuery

	L16SITE_RC_LOOPBACK_STATUS
	Uses L16SIT_RcLoopbackStatus

	L16SITE_XMT_J_MESSAGE_DATA
	Uses L16TransmitMessageContext + L16JRaw

	L16SITE_XMT_NEW_J_MESSAGE_DATA
	Uses ctsx (Uint16) + L16TransmitMessageContext + L16JRaw

	L16SITE_NEW_TRACK_IDENTIFIER
	Uses L16SIT_TrackIdentifierData


3.2.3.4.1 L16SITE_RC_STATUS_QUERY Message

Uses L16SIT_RcStatusQuery

Record Type: Receipt/Compliance Data

Data Source: TIM 16 Words 6-7

	L16SIT_RcStatusQuery Structure

	Spare A
	R/C Response

	Spare B
	Receipt Compliance ID Number

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.4.2 L16SITE_RC_LOOPBACK_STATUS Message

Uses L16SIT_RcLoopbackStatus

Record Type: R/C or Loopback data

Data Source: TOM1 Words 9-14 (in pairs); TOM29 Words 16-29 (in pairs)

	L16SIT_RcLoopbackStatus Structure

	Receipt Compliance Code
	Spare A
	Loopback Status

	Loopback Source
	Loopback ID

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.4.3 L16SITE_XMT_J_MESSAGE_DATA Message

Uses L16TransmitMessageContext + L16JRaw

Record Type: Transmit J Message Header

Data Source: TIMs 2-11

	Link 16 Transmit Message Context

	(1)
	Spare A

	System Time (MSB)

	System Time (LSB)

	(2)
	Spare B
	Packing Limit
	Data Typ

	Spare C
	Word Count

	Spare D
	Net Participation Group

	Spare E
	Priority

	(3)
	Staleness Limit

	Specific Slot
	Slot Set

	(4)
	Spare G
	(5)

	(6)
	Spare H
	Loopback ID

	(7)
	J Source Track Number

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


SICP Bit

Extrapolation Request

Spare F

Repromulgation

Repromulgation Relay Hop Count

Receipt Compliance Response Required

Spare I

	Link 16 TADIL J Raw Message

	15
	….Frame A….
	0

	31
	….Frame B….
	16

	47
	….Frame C….
	32

	63
	….Frame D….
	48

	Frame E - Spare
	69
	68
	67
	66
	65
	64

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.4.4 L16SITE_XMT_NEW_J_MESSAGE_DATA Message

Uses ctsx (Uint16) + L16TransmitMessageContext + L16JRaw

Data Type: Uint16 ctsx – Track Identifier for GCCS tracks requiring TN assignment from MTC.

Data Source: MTC Required TN Handshake on New Tracks

	Uint16

	ctsx

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


3.2.3.4.5 L16SITE_NEW_TRACK_RESPONSE Message

Uses L16SIT_NewTrackResponseMessage

Data Type: L16SIT_NewTrackResponseMessage

Data Source: MTC Required TN Handshake on New Tracks

	L16SIT_NewTrackResponseMessage Structure

	ctsx

	(1)
	Spare A
	TN (MSB)

	Track Number (LSB)

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Return Status

3.2.3.4.6 L16SITE_PLAIN_TEXT_MESSAGE Message

The purpose of the L16SITE_PLAIN_TEXT_MESSAGE message is to send plain text message information from the GCCS to the MLIU and from the MLIU to GCCS. When GCCS is the originator of the Plain Text Message it will provide an operator interface that will restrict the message character set and size to that acceptable by the destination data link. All character data in the message will be in ASCII format. The MLIU will translate the ASCII data to the format required in the destination data link.  The format of the Plain Text Message is shown below:

	L16SIT_PlainTextMessage Structure

	TI
	SC
	Part
	MSG NO

	End
	TN Source

	Spare 1

	Spare 2
	NUM ADD
	Byte Count

	Sp3
	Addressee - 1

	..
	..

	Spn
	Addressee - n

	Char 1
	Char 2
	Char 3
	Char 4

	..
	..
	..
	..

	Char N-3
	Char N-2
	Char N-1
	Char N

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Component

        Resolution, Code

TI        
                                -  Transaction indicator, values are:

                                                  00 = No reply required (sender)

                                                  01 = Reply required (sender)

                                                  10 = Roger (addressee)

                                                  11 = Request retransmission (addressee)

Security Classification(SC) - 00=Unclassified




        01 = Confidential




        10 = Secret




        11 = Secret NOFORN

Part


      -  1-14 Valid parts of the message;  0 and  15 Illegal

Message No. (MSG NO)     -  Unique message number, sequentially  assigned  starting at 0.

End


      -  0 = not last; 1 = last

TN Source                            -  Source Track Number

Spare 1  

      -  Spare field

Spare 2                                 -  Spare field

Number Addressees             -  Number of addressees to receive this

  (NUM ADD)                         plain text message.

Byte Count 
                   -   Number of plain text characters this part of the message.

Addressee-1                         -   Destination Address of the message. If Number 

                                                 is one then this is the last destination address.

    …..

Addressee-N                        -   last Destination Address of the message. 

Spare 3
                                -   Spare field

..

Spare N                                -   Spare field

CHAR_1 – CHAR_N          -  ASCII representation of character set Limited to those 

                                                specified in OPSPEC 411.3.

Note: All other fields required for the M12.2.3 message will be supplied by the MLIU.







When originating the Plain Text Message that is directed to TADIL-A, the message must be created as follows:

a. Set the TN Source to own site address.

b. Set the END field to one (1).

c. The Message No.  field is a unique message identifier and shall be sequentially assigned starting at zero      (0).

d. The Part field will be set to one (1)

e. The Security Classification (SC) field is user defined to one of four values.

f. The Transaction Indicator (TI) field is user defined and is set to either NO REPLY REQUIRED or REPLY REQUIRED.

f. The Byte Count field will contain the number of bytes in this part of the message. It only represents the total number of bytes in the entire message (size of CHAR_1..CHAR_N) when the part field has a value of 1.

g. Set the NUM ADD field to the number of destination addresses. 

h. Set the Addressee-1 through Addresse-N field to the destination addresses.

i. Set the Char 1 to Char N fields to the ASCII values entered by the operator. GCCS will limit the character set and message size based upon the data link destination. This will be less than or equal to 360 characters for TADIL-A.

3.2.3.4.7 L16SITE_GENERAL_ALERT_MESSAGE Message

The purpose of the L16SITE_GENERAL_ALERT_MESSAGE message is to send alerts from the MLIU to GCCS.  Based upon conditions detected within the MLIU, a General Alert Message will be composed and forwarded to GCCS. GCCS upon receipt will process the message and notify the operator of the alert condition. The format of the General Alert Message is shown below:

	L16SIT_GeneralAlertMessage Structure

	Size

	Spare 1
	NUM RCHS
	Serial Number

	Char 1
	Char 2
	Char 3
	Char 4

	..
	..
	..
	..

	Char N-3
	Char N-2
	Char N-1
	Char N

	RChar 1
	RChar 2
	RChar 3
	RChar 4

	..
	..
	..
	..

	RChar N-3
	RChar N-2
	RChar N-1
	RChar N

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Component

        Resolution, Code             

Size


      -  Number of alert and response choices. The total number of 

                                                 characters  including terminators in the alert text string and all 

                                                 the response choice strings. 

Spare (SP1)                          -   Spare field.

Number of response             -  Set to number of responses , when 0

 choices  (NUM RCHS)       -  no response required.

Serial Number                      -  Unique Number of the alert

CHAR_1 – CHAR_+N        -  Alert Characters (ASCII). Null  terminated.

RCHAR_1 – RCHAR_+N  -  Response Choice Characters   (ASCII) – Each response string is

                                                  null terminated. 

When the MLIU detects a condition as identified by the Alert Type field, which requires the operator to be notified, it will create the General Alert Message and send it to GCCS for display to the operator.  An example of when an alert might be required is to notify the operator when a plain text message needs to be retransmitted or the message has been ROGERed. The alert message must be created as follows:

Set the TN Addressee to the site address of the GCCS.

Set the SIZE field to the number of characters to the size of the alert string text plus the null terminator plus any response strings and their null terminators.

Set the Serial Number to a unique alert message identifier number (used when sending a response to the alert). Serial Numbers shall be assigned sequentially.

Set the NUM RCHS to the number of response choices possible (maximum of thirty-one). If the response choice is 0 then no response is required.

Pack the alert string in the CHAR_1 through CHAR_N fields. Add a null terminator.

Pack the response choices in the RCHAR1 – RCHAR_N. Each response string must be null terminated.

When the GCCS receives an alert it will display the alert text and up to thirty-one choices for the operator to select from. If the NUM RCHS field value is zero then no choices are to be presented and the alert is informational. If the NUM RCHS field is non zero then the response choice selected must be returned in an Alert Response message (See next topic).  

3.2.3.4.8 L16SITE_ALERT_RESPONSE_MESSAGE Message

The purpose of the L16SITE_ALERT_RESPONSE_MESSAGE message is to send alerts from the MLIU to GCCS.  Based upon conditions detected within the MLIU, a General Alert Message will be composed and forwarded to GCCS. GCCS upon receipt will process the message and notify the operator of the alert condition. The format of the General Alert Message is shown below:

	L16SIT_GeneralAlertMessage Structure

	Spare 1

	Spare 2
	Response
	Serial Number

	15
	14
	13
	12
	11
	10
	9
	8
	7
	6
	5
	4
	3
	2
	1
	0


Component

Resolution, Code              

Spare 1                         -  Spare field.

Spare 2                         -  Spare field.

Response                      -  Operator’s response to the alert

Serial Number              -  Unique Number of the alert

The response must be created as follows:

Set the Serial Number to the same number sent in the General Alert Message.

Set the RESPONSE to the response choice selected.  RESPONSE cannot be zero.

APPENDIX A GCCS-ADSI MTC Implementation

	Para. No.
	Message
	GCCS-ADSI Integrated

	3.2.1 
	Serial Packet Header
	No

	3.2.1.1 
	Status Request Message
	No

	3.2.1.2 
	Status Response Message
	No

	3.2.1.3 
	End User Data Message
	No

	3.2.1.4 
	ACK Message
	No

	3.2.1.5 
	NACK Message
	No

	3.2.1.6 
	Set Frame Timeout Message
	No

	3.2.1.7 
	Link Keep Alive Request Message
	No

	3.2.1.8 
	Link Keep Alive Response Message
	No

	3.2.2 
	System Packet Header
	No (MTDS Only)

	3.2.3 
	Data Packet Header
	Yes

	3.2.3.1 
	System Status Transaction
	N/A

	3.2.3.1.1
	L16SITS_RESET
	Yes

	3.2.3.1.2
	L16SITS_IO_VARIANCE
	Yes

	3.2.3.5.3
	L16SITS_ALERT
	No

	3.2.3.1.4
	L16SITS_DOWN
	Yes

	3.2.3.1.5
	L16SITS_UP
	Yes

	3.2.3.1.6
	L16SITS_INACTIVE_PORT
	Proposed

	3.2.3.5.7
	L16SITS_C2_REQUEST
	Proposed

	3.2.3.5.8
	L16SITS_C2_RESPONSE
	Proposed

	3.2.3.5.9
	L16SITS_C2_STATUS
	Proposed

	3.2.3.5.10
	L16SITS_C2_ACK
	Proposed

	3.2.3.2 
	Initialization Transaction
	N/A

	3.2.3.2.1 
	L16SITI_PLATFORM_INFO Message
	No

	3.2.3.2.2 
	L16SITI_TRACK_NUMBER Message
	Proposed

	3.2.3.2.3 
	L16SITI_RF_MODE Message
	No

	3.2.3.2.4 
	L16SITI_TERMINAL_POSN Message
	No

	3.2.3.2.5 
	L16SITI_OWN_STATION_POSN Message
	Proposed

	3.2.3.2.6 
	L16SITI_GRID_POSN Message
	No

	3.2.3.2.7 
	L16SITI_NPG_PACKING_LIMIT Message
	No

	3.2.3.2.8 
	L16SITI_HOST_DEFINED_NPG_BUFFER Message
	No

	3.2.3.2.9 
	L16SITI_NET_ENTRY_TIME Message
	No

	3.2.3.2.10 
	L16SITI_TIME_OF_DAY Message
	No

	3.2.3.3 
	Cyclic / Periodic Transaction
	N/A

	3.2.3.3.1 
	L16SITC_TERMINAL_STATUS Message
	No

	3.2.3.3.2 
	L16SITC_TERMINAL_TIME_OF_DAY Message
	No

	3.2.3.3.3 
	L16SITC_VOICE_CHANNEL Message
	No

	3.2.3.3.4 
	L16SITC_NPG_AVAIL Message
	No

	3.2.3.3.5 
	L16SITC_RCV_J_MESSAGE_DATA Message
	Yes

	3.2.3.3.6 
	L16SITC_HOST_NAVIGATION_DATA Message
	No

	3.2.3.4 
	Event Transaction
	N/A

	3.2.3.4.1 
	L16SITE_RC_STATUS_QUERY Message
	No

	3.2.3.4.2 
	L16SITE_RC_LOOPBACK_STATUS Message
	No

	3.2.3.4.3 
	L16SITE_XMT_J_MESSAGE_DATA Message
	Yes

	3.2.3.4.4 
	L16SITE_XMT_NEW_J_MESSAGE_DATA Message
	Yes

	3.2.3.4.5 
	L16SITE_NEW_TRACK_RESPONSE Message
	Yes


APPENDIX B -GCCS-ADSI J Message Implementation

	ID
	Message Name
	GCCS

Reqt.
	AN/TSQ-214(V)

JU(I)
JU(D)


	Comments

	
	
	
	T/R
	F
	

	J1.1
	Connectivity Status Message
	no 
	
	NF
	

	J1.3
	Acknowledgment 
	no
	
	NF
	

	
	Precise Participant Location & Identification (PPLI)
	
	
	
	

	J2.0
	Indirect Interface Unit PPLI
	yes
	T/R
	F
	

	J2.2
	Air PPLI
	yes
	T/R
	F
	

	J2.3
	Surface PPLI
	yes
	T/R
	F
	

	J2.4
	Sub surface PPLI 
	no
	T/R
	F
	

	J2.5
	Land Point PPLI
	yes
	T/R
	F
	

	J2.6
	Land Track PPLI
	yes
	T/R
	F
	

	
	Surveillance
	
	
	
	

	J3.0
	Reference Point
	yes
	T/R
	F
	

	J3.1
	Emergency Point
	yes
	T/R
	F
	

	J3.2
	Air Track* (PIST)
	yes
	T/R
	F
	

	J3.3
	Surface Track
	yes
	T/R
	F
	

	J3.4
	Sub Surface Track
	yes
	T/R
	F
	

	J3.5
	Land Point or Track
	yes
	T/R
	F
	

	J3.6
	Space Track
	yes
	T/R
	F
	Note:  not in MIL-STD-6016, 7FEB97.

	J3.7
	Electronic Warfare Product Information
	yes
	T/R
	F
	

	
	Antisubmarine Warfare
	
	
	
	

	J5.4
	Acoustic Bearing and Range
	yes
	T/R
	NF
	

	
	Intelligence
	
	
	
	

	J6.0
	Intelligence 
	yes
	T/R
	F
	

	
	Information Mangement
	
	
	
	

	J7.0
	Track Management
	yes
	T/R
	F
	

	J7.1
	Data Update Request
	yes
	T0/R0

NP

NO

T/R
	F

NF

NF

F
	Action Code 0

Action Code 1

Action Code 2

Action Code 3

	J7.2
	Correlation 
	no
	T/R
	F
	

	J7.3
	Pointer (track)
	yes
	T/R
	F
	

	J7.4
	Track Identifier 
	no
	T(0)/

R(0)
	F
	NP on IJMS SRN

	J7.5
	IFF/SIF Management
	yes
	T/R
	F
	Action switch 3 special code receive not processed

	J7.6
	Filter Management 
	no
	NT/NR
	NF
	

	J7.7
	Association (MSI)
	no
	T/R
	F
	

	J8.0
	Unit Designator 
	no
	NT/NR
	NF
	

	J8.1
	Mission Correlator Change 
	no
	NT/NR
	NF
	

	
	Weapons Coordination and Management
	
	
	
	

	J9.0
	Command
	yes-R
	T/R

NT/NP
	F

F
	Extend Command Message partial transmit words implementation - see APC IDH for TADIL-J

	J10.2
	Engagement Status
	yes
	T/R
	F
	Continuation word partially implemented

	J10.5
	Controlling Unit Report
	yes
	T/R
	F
	Continuation word not implemented

	J10.6
	Pairing 
	no
	T/R
	F
	

	J12.0
	Mission Assignment 
	no
	NT/NR
	NF
	

	J12.1
	Vector 
	no
	NT/NR
	NF
	

	J12.2
	Precision Aircraft Direction  
	no
	NT/NR
	NF
	

	J12.3
	Flight Path 
	no
	NT/NR
	NF
	

	J12.4
	Controlling Unit Change 
	no
	NT/NR
	NF
	

	J12.5
	Target/Track Correlation 
	no
	NT/NR
	NF
	

	J12.6
	Target Sorting 
	no
	NT/NR
	NF
	

	J12.7
	Target Bearing
	no
	NT/NR
	NF
	

	
	Platform and System Status
	
	
	
	

	J13.2I

J13.2.C1

J13.2.C3

J13.2.C4

J13.2.C5

J13.2.C6

J13.2.C7
	Air Platform and System Status


	yes
	T/R

NT/NP

NT/NP

T/R

NT/NP

NT/NP

NT/NP
	F

NF

NF

F

NF

NF

NF
	

	J13.3I

J13.3.C1

J13.3.C2

J13.3.C3

J13.3.C4
	Surface Platform and System Status
	yes
	T/R

T/R

NT/NP

T/R

NT/NP
	F

F

NF

F

NF
	Partial implementation track number’s type only

Partial Implementation track number and type only fuel for surface


	J13.5
	Land Platform & System Status
	yes
	T/R
	F
	Partial implementation no PES, applies to continuation words

	J14.0
	EW Parametric Information
	no
	No
	no
	

	J14.2
	EW Control/Coordination
	no
	No
	no
	

	J15.0
	Threat Warning
	no
	No
	no
	


Column Descriptions:

ID - Contains the message identifier.  The ID refers to message names at the TADIL network interface.

Message Name -  Contains the name of the message.

T/R/F -  Transmit/Receive/Forwarding.

GCCS Requirement - Identifies if this message is required for the GCCS interface, TADIL-J ethernet.

Comments -  General comments for the message.

APPENDIX C – MTC Single Tactical Node

Configuration

The MLIU MTC ports will be configured to indicate which host will have C2 authority.  The default will be MTC port A, which will normally be connected to the ADSI MDB.

Initialization

During the MTC initialization process, the MLIU will send a L16SITI_PLATFORM_INFO message to the host with the appropriate host configuration status bit set.   This message will be transmitted until the host acknowledges receipt of the initialize message.  Each host will provide an alert or system notice indicating the appropriate status (C2 Authority or No C2 Authority).  Additionally, each host will have the capability to display the current MTC C2 authority status. This message contains the initial configuration of onsite data, such as environment/category, platform type and platform activity. The platform message will be transmitted until the host acknowledges receipt. When acknowledgment received the MLIU will send the L16SITI_TRACK_NUMBER message which contains the unit number assigned to the MTC system, and the L16SITI_OWN_STATION_POSITION message with the initial system location in latitude/longtitude. Each host will provide an alert or system notice indicating the appropriate status (C2 Authority or No. C2 Authority). Additionally, each host will have the capability to display the current MTC C2 authority status.

The MLIU will send the L16SITS_IO_VARIANCE message at system initialization and when the TADIL J link status changes.

Immediately following initialization the host will synchronize its database with the MLIU by sending a J7.1 Data Update Request (with all indicators set and the TN set to onsite) to the MLIU.  Following transmission of the DUR response(s), the MLIU will send a J7.1 Data Update Request (with all indicators set and the TN set to ownsite) to the host.  This sequence of events is important to prevent dual track designation.

TN Allocation

The MLIU is responsible for allocating track numbers across all host systems.  A host system identifies that it is reporting a new track by sending a L16SITE_XMT_NEW_J_MESSAGE_DATA message (with the unique identifier ctsx set)  to the MLIU.  The MLIU will allocate the next available TN and respond to the originating host with the L16SITE_NEW_TRACK_RESPONSE message passing back the ctsx and the allocated TN.

Periodic Status

The MLIU will send a L16SITS_C2_STATUS every 5 seconds.  The C2 host will respond with a L16SITS_C2_ACK message.  This message exchange will keep the MLIU to host link in an operational status.  If the host fails to respond for 2 consecutive status cycles (~10 sec.) the link will be declared inactive.  This will cause the alert message L16SITS_INACTIVE_PORT to be sent from the MLIU to other host system(s).  If the host declared inactive had been designated with command and control authority the MLIU will start sending the status indicating no C2 authority exists for the MTC system.   In this case the MLIU will CANTPRO any addressed messages to ownsite until a host system requests C2 authority.

Changes in C2 Authority

A host system may send the L16SITM_C2_REQUEST message at any time to request or release command and control authority.   The MLIU will respond with a message to either accept or reject the request. The MLIU will reject any change in C2 authority while there is an active host system with a pending receipt / compliance response to or from one of the host systems.  Should the host system with a pending receipt / compliance become inactive, it automatically releases C2 authority and the MLIU is free to reassign it

Changes to Platform Configuration

The J2.x PPLI message will be used between the host systems and the MLIU to update ownsite information (mode codes, call sign, force tell, emergency). The MLIU will forward the PPLI updates to other host system(s), which must accept the change. A host should only send the PPLI message on data change. 

The J13.x message is used by a host system to update the weapon status for ownsite. Like the PPLI message the MLIU will forward to other host systems, and should only be sent on data change.

Position and Time Updates

If a host system has a navigation input, the position updates can be sent to the MLIU using the L16SITC_HOST_NAVIGATION message or the J2.x PPLI message. The MLIU will forward position updates to other hosts using the host navigation message. A host system will use the L16SITC_TERMINAL_TIME-OF-DAY to set the time at the MLIU.

Link-16/Link-11 Messages

The MTC may be configured to communicate on a link-16 network, a link-11 network, or both.  In all cases the messages used for communication between the MLIU and the hosts will be in link-16 format.  When the MLIU is configured to operate on link-11, all link messages sent and received from the hosts will be translated in accordance with MIL-STD 6016A.

All references to specific link-16 messages in this appendix also apply to the equivalent link-11 messages when the MTC is configured to operate on a link-11 network.

When the MTC is configured for link-16, the JTIDS terminal will generate all PPLI messages for the combined unit.  Host systems will not transmit PPLI messages to the MLIU, regardless of the link configuration.

Unless otherwise stated, all link-16 messages sent to the MLIU by a host system will be transmitted on the tactical networks and sent to the other host.

Unless otherwise stated, all link messages received on the tactical net by the MLIU will be transmitted to both hosts.

J7.0.1 Difference Report and J7.5.1 IFF/SIF Difference messages are generated by the host system(s) for real-time tracks only.

Reporting Responsibility

When both hosts hold local data on a track, determination of reporting responsibility will be in accordance with MIL-STD 6016A rules.

Addressed Messages from Remote Units

The following describes the processing of messages received from a remote unit that (1) are addressed to the consolidated unit, or (2) must be process by the consolidated unit according to MIL-STD 6016A rules (e.g. management messages):

The MLIU will send all J7.0.1 Difference Report and J7.5.1 IFF/SIF Difference messages to both hosts.  The host system with reporting responsibility will accept or reject any J7.0.1 and J7.5.1 messages received from the MLIU in accordance with MIL-STD 6016A rules.

The MLIU will respond automatically to all J7.1 Data Update Request messages.  The MLIU will not send this message to either host system.

The MLIU will send all J7.3 Pointer, J8.1 Mission Correlator, and J15.0 Threat Warning messages to both hosts.  Both hosts will process these messages.

The MLIU will send any messages addressed to the collective address (00177 octal) to both hosts.

For messages requiring receipt/compliance, the JTIDS terminal will machine receipt each message received on the JTIDS network, and the MLIU will machine receipt each message received on the link-11 network.  The MLIU will send a copy of the original message to all host systems to enable logging.  Only the host having C2 authority will alert the operator and send operator responses to the MLIU to be sent out over the link. Operator responses sent to the MLIU by a host system will be sent to the other host.  The following messages will be processed in this manner:

J9.0
Command

J9.1
Engagement Coordination

J9.2
ECCM Coordination

J10.3
Handover

J12.1
Vector

J12.4
Controlling Unit Change

J14.2
EW Control/Coordination

Addressed Messages from Local Hosts

J7.1 Data Update Request messages generated by a host system may only be addressed to remote units, or to the MLIU during initialization.  When the MLIU receives a J7.1 Data Update Request message from a host, it will either respond automatically (if the TN is set to ownsite) or transmit the message on the appropriate tactical net, and will not send a copy of the message to the other host.

Messages requiring receipt/compliance may only be addressed to remote units.  When a host originates a message requiring receipt/compliance, the MLIU will transmit the message on the appropriate tactical net.

The MLIU will also send a copy of the message to the other host for logging purposes.

The MLIU will not automatically machine receipt messages received from the host systems.  The MLIU will monitor JTIDS receipt/compliance status of each message it transmits on the JTIDS network, build the appropriate machine receipt or CANTPRO message, and send it to all host systems.  On link-11, the MLIU will forward all machine receipts and CANTPRO messages to all host systems. This will allow the host that generated the original message to alert the operator if no machine receipt is received from the remote unit and allows all host systems to maintain an on-going log of critical message traffic.

Local Track Data

When a host system has reporting responsibility for a track, the other host system will use the reported data to update its local data for the track, with the exception of local track quality.  Local track quality will be derived from sensor inputs to the host or input manually by the operator.

When the MLIU receives a J7.0.1 Difference Report or a J7.5.1 IFF/SIF Difference message from a host, it will send a copy of the message to the other host.  The other host will automatically accept the message and use it to update its local data.  A host may send a difference report even if the other host has reporting responsibility for the track.  In this case the host with reporting responsibility will automatically accept the difference report.  If the difference report references a track for which a host has reporting responsibility, the MLIU will send a copy of the difference report to the other host only, and will not transmit the difference report on the tactical nets.  The MLIU will discard any difference report from a host while there is a difference report of the same type pending on the same track from the other host.
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1.0 Overview

The Air Defense Systems Integrator (ADSI) Remote Control Interface Design Specification (ARC-IDS) describes the messages and protocol that supports a TCP/IP LAN interface between a computer based system that seeks to control and monitors the Embedded ADSI Datalinks and its functionality.   Since this interface requires only a TCP/IP LAN connection and is implementation in software, this specification and protocol performs regardless of  the ADSI Hardware/Operating System Configuration.

Hardware Configurations supported:  VME, ISA, PCI

Operating Systems Supported: DOS RTTS, Windows NT (future VXWORKS)

2.0 Applicable Documents

MIL-STD-6016A, Tactical Digital Information Link (TADIL) J Message Standard, 
30 April 1999
MIL-STD-6011A Tactical Digital Information Link (TADIL) A/B Message Standard

      24 January 1997

Multi-TADIL Data Extraction and Reduction Guide

     15 January 1998

GCCS Multi-TADIL Capability Interface Design Specification, Version 1.2, INRI

    7 July 1998 Draft Unclassified
3.0 Specification

3.1 Summary

The information specified herein is intended to cover the superset of data available to communicate control and status data between the controlling system and the embedded ADSI.  Please note that this interface does not support the transmission/reception of tactical data forwarded or otherwise from the ADSI.  Refer to the MTC-IDS Specification listed in the Applicable Documents, Section 2.0, above.

3.2 Detailed Specification

The family of messages defined later in this document is comprised of major groupings called Transaction Groups and the unique data packets within each group are referred to as Messages.  Three main transaction groups exist:

Cyclic/Periodic Transactions

Event Transactions

The TCP/IP LAN Protocol requires a socket connection be established between the ADSI, referred to as the ARC-Server  from here on out, and the “controlling node", referred to as the ARC-Client.  In staying with the spirit of the Client/Server Relationship, the ARC-Server will bind a socket at a TBD specified port at a TBD specified IP Address.  These system parameters should and will be configurable items and established during system install, yet configurable as differing resource needs arise.

Below table lists each message and it’s corresponding MID Data Structure along with the data structure related within the ADSI Software.  The data structures are defined in Appendix’s D and E.

Important note:
All messages transmitted across the TCP/IP connection will be packed and in little

endian format (i.e. lowest significant byte is FIRST, most significant byte is LAST for all data fields.  Ex: a 2-byte short of value 260 is transmitted byte[0] = 4, byte[1] = 1).

	MsgID
	Message Name
	ADSI DataStructure
	ARC DataStructure

	
	
	
	

	500
	Connectivity Poll Message
	ML0500
	MID0500

	1029
	Network Info Message
	ML1029
	MID1029


3.2.1 Packet Header

Each message contains a common set of data fields that help to identify the type and integrity of the data packet, or message, said to be in transport.   This data encapsulation can be referred to as a “wrapper” containing describing data words in front of the data itself

The packet header is fixed at 12 bytes long and is comprised of: 

	Main Message Type
	Char(2)
	SV,EV,KS,GR,LS

	Client Queue Identifier
	Short
	Default is 8887

	Message ID #
	Int
	1000,1001,etc

	Message Length
	Short
	(length of data + header)

	Spare
	Short
	Possible Checksum


Followed by:

	Data
	Variable
	All transactions/data messages 


Main Message Types:

SV – This is the only message type containing a wrapped data packet.

EV – End Connection message, yet the ARC-Server and ADSI keeps running.

KS – Kill Server, shuts down the ARC-Server and the ADSI, yet the ADSI OS keeps running

GR – Get Revision Number, message between the ARC-Client and ARC-Server only, allows the

         ARC-Client and ARC-Server a compatibility check

LS – Log Server, message between the ARC-Client and ARC-Server only, tells the ARC-Server to register

         QIDS from the Task Logger running  as an ADSI process.

Client Queue Identifier – TBD, message between the ARC-Client and ARC-Server only.

3.2.2 Packet Data Messages
3.2.2.1 Cyclic / Periodic Transaction

3.2.2.1.1 Socket Connectivity Poll Message

Id:  500

Purpose:  Periodic TCP/IP connectivity check, will result in operator alert.  The periodic rate of this check is a configuration item during system install and setup.

Message Direction:   Bi-Directional
	msg id only
	
	


3.2.2.2 Event Transaction

3.2.2.2.1 Network Info Message

Id: 1029

Purpose:  Update a network's scc/dlrp position and unit information

Message Direction:  ARC-Client ( ARC-Server ONLY

	network_num
	short
	network's number

	link_type
	byte
	network's link type (Td A/B/J)

	assigned
	byte
	network is assigned?  (0/1: no/yes)

	scc_lat
	double
	SCC latitude

	scc_lon
	double
	SCC longitude

	dlrp_lat
	double
	DLRP latitude

	dlrp_lon
	double
	DLRP longitude

	dlrponly
	int
	indicates to ONLY update DLRP

	ru
	long
	unit address         (for Td A/B/J)

	tb_start
	long
	Track block start  (for Td A/B/J)

	tb_end
	long
	Track block end    (for Td A/B/J)

	_ru
	byte[3]
	unit address         (for IDL, etc)

	nl1td
	byte[3]
	

	tn_start
	long
	Track block start   (for IDL, etc)

	tn_end
	long
	Track block end    (for IDL, etc)

	idlscale
	byte
	IDL scale (1=512, 2=1024)

	name
	byte[9]
	Network's name


APPENDIX A - DERG Implementation

Id:  3001

Purpose:  This message enables the controller to send formatted DERG messages from the ADSI to recipients through a network TCP/IP protocol socket connection.  Note the data item validity patterns contained within this message, if set to other values then receiving process should not read data item. 

	Message
	Byte stream
	ASCII characters


APPENDIX B – Supporting JAVA Header Files

/* Begin ARC IDS Definitions */

public abstract class MID

{

  public int mid;   /* message ID number              */

  public int size;  /* size of packed data in message */

  public MID() { }

}

public class MID0500 extends MID

{

  public MID0500()

  {

    mid = 500;

    size = 0;

  }

} // class MID0500

public class MID1029 extends MID

{

  public short network_num;

  public byte link_type;

  public byte assigned;

  public double scc_lat;

  public double scc_lon;

  public double dlrp_lat;

  public double dlrp_lon;

  public long ru;

  public long tb_start;

  public long tb_end;

  public byte[] _ru;

  public byte[] nl1td;

  public long tn_start;

  public long tn_end;

  public byte idlscale;         /* scale for IDL: 1=512, 2=1024 */

  public byte[] name;

  public MID1029()

  {

    mid = 1029;

    size = 72;

    _ru = new byte[3];

    nl1td = new byte[3];

    name = new byte[9];

  }

} // class MID1029

APPENDIX C – Supporting C++ Header File

/* ML classes */

typedef struct {


int msg_id;


int size;       /* number of bytes in IDS message (not including header) */

} ML;

typedef struct {         /* Connectivity Poll */

  int msg_id;

  int size;

} ML0500;

typedef struct {          /* Network Data */

  int msg_id;

  int size;

  short network_num;

  char link_type;

  char assigned;

  double scc_lat;

  double scc_lon;

  double dlrp_lat;

  double dlrp_lon;

  int dlrponly;

  long ru;

  long tb_start;

  long tb_end;

  char _ru[3];

  char nl1td[3];

  unsigned long tn_start;

  unsigned long tn_end;

  char idlscale;         /* scale for IDL: 1=512, 2=1024 */

  char name[9];

} ML1029;
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