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Definition:  Provide the mission planner with the ability to plan all aspects of electronic warfare including jamming, collection, suppression and exploitation, as well as countermeasure settings.  Provide the mission planner with the ability to determine the impact on enemy sensors to enhance successful completion of mission.  
Program Objectives:

· Support the ability for automated or manual determination of optimal routes based on external threats or onboard electronic sensors effectiveness maximization.  Perform route analysis to determine exposure to EW targets that threaten protected entities.

· Create optimal electronic collection plans by incorporating organic and non-organic data sources of intelligence (such as order of battle information and threat parametric data) also provide the ability for the planner to filter, updates (manual and automatic), manipulate and prioritize data both for emitter significance and individual platform system capabilities. 

· System shall provide the capability to create EW specific platform dataloads; with the planner having the ability to include and exclude emitters within the mission.  
· Provide the capability to compute and display the effectiveness of tactical jamming support against threat weapon systems and targets.  Effectiveness assessment involves examining compatibility of various assignment types, power and time availability and both frequency and azimuth coverage.

· Using Order of Battle information, threat intelligence, terrain, line of sight and environmental information, provide capability for an optimized jamming gameplan including aircraft positioning, jamming positioning, target locations, target frequencies, and overall timing/clearances.

· Capability to determine potential communications structures based on radio compatibility, propagation analysis, and organizational relationships, and be able to integrate communications Electronic Attack procedures with radar Electronic Attack.

· Display the effects of on-board and off-board jamming systems and ownship aircraft signatures and effects (as we move through the airspace) and expendables against the electronic order of battle with or without the presence of standoff platforms.
· Create an integrated strike timeline that depicts the timing and positioning of all mission assets and identifies potential conflicts between jamming, platform positioning, and weapons employment.
· Provide outputs containing listings of optimum electronic countermeasure settings for on-board equipment/pods based on expected threats, environment, and platform capabilities.
· Support loading of data transfer devices with electronic countermeasure settings.
· Plan for decoy employment including optimum routing and time of flight data.
· Enable post-flight processing of collected electronic data to include emitter identification, cross referencing, ambiguity analysis, mission summaries and updates to both internal mission planning archives and external intelligence sources.  Updating external sources presupposes the capability to prepare and disseminate data in the appropriate formats for incorporation by a number of intelligence sources.

· Enable planning for Emission Control and deceptive procedures.
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