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1.0  Overview
The North American Aerospace Defense Command (NORAD) and Pacific Command (PACOM) Air Defense Sectors (ADS) require an improved air sovereignty battle management system.  The BCS-F system will provide NORAD and PACOM commanders with a viable, interoperable, open architecture air defense Command and Control (C2) platform in support of NORAD’s Homeland Defense (HLD), which encompasses NORAD’s mission of air sovereignty and air defense.  The system will be utilized to provide air defense for the continental US, Alaska, Hawaii, Puerto Rico, and the Virgin Islands and provide Point Defense for the interior of these regions in support of HLD (herein referred to as NORAD AOO).   BCS-F will replace legacy Region Air Operations Center-Air Defense Sector (RAOC-ADS) Automated Data Processing (ADP) Systems to include the AN/FYQ-93, the AN/GSQ-235 ROCC – Airborne Warning and Control System (AWACS) Digital Information Link (RADIL) processor, the AN/FYQ-155, Advanced Interface Control Unit (AICU) processor, and the NORAD Contingency Suite (NCS).  The following objectives shall be used when preparing proposals and program documentation.

The Statement of Objectives (SOO) is to be used by the Contractor, in concert with the Government, to develop a formal Statement of Work (SOW), Contract Data Requirements List (CDRL), Integrated Master Schedule (IMS), Integrated Master Plan (IMP), Contractor Work Breakdown Structure (CWBS), and any other documents necessary to define the effort to satisfy the objectives presented herein.

2.0  Mission 

Provide surveillance and control of NORAD’s AOO warning and assessment of aerospace attacks and response against air attack.  The mission requires a 24 hours/day, 365 days/year operation.  BCS-F will process, integrate, display, and distribute data from sensors, data links, and other C2 agencies to maintain situational awareness and support air interdiction operations.

It is anticipated that the role of the BCS-F will be extended to place greater emphasis on the monitoring of domestic air traffic as a result of the terrorist attacks on 11 September 2001.  That extended mission and related requirements are not yet completely defined, thus the importance for the use of a Spiral Development process.  There is a potential for spiral development of this system for use in mobile Control and Reporting Centers (CRCs), referred to as BCS-Mobile (BCS-M), and in possible bi-national applications. 

3.0  Reference Documents

· BCS Operational Requirements Document (ORD), 22 Feb 2002 

· BCS ORD NORAD Annex (DRAFT) 

· NORAD Statement of Operational Requirements (NSOR) 1-90 for R/SOCC Computer System Upgrade, June 26, 1990

· Technical Manual (NORAD) 637/030/03, Applications Set Development Specification

· NORAD Combat Mission Needs Statement (CMNS), CAF 307-01, 28 Sep 2001

· FY02 Air Force C2 Mission Area Plan (MAP), July 10, 2001

· Joint Publication (JP) 1-02, DOD Dictionary of Military and Associated Terms, April 12, 2001

· Mission Need Statement for AC2ISRC (USAF) 002-99, Battle Control System, January 25, 2000

· Theater Battle Management Core Systems Operations Requirements Document II (TBMCS ORD II), June 1, 2001

· NUI 10-12, NORAD/USSPACECOM System Certification Process, 1 Aug 2001

· NUCL 10-53, NORAD/USSPACECOM System Certification Checklist, 1 Aug 2001

· AF Instruction 63-107, Integrated Product Support Planning and Assessment
· AFPD 20-5, Logistics Product Support Planning and Management
· AFPD 63-1, Acquisition Systems
· ANSI/EIA-649, Configuration Management

· MIL-HDBK-61, Configuration Management

4.0  Management Objectives

4.1  Contractor’s plan shall replace all legacy systems (AN/FYQ-93, RADIL, AICU), and NCS, within existing funds and schedule.  Modernization is considered complete when all locations, as identified in Section 5.1, are upgraded and accepted by the Government.  

4.2  Contract shall be Firm Fixed Price not to exceed $30M.

4.3  System shall be tested and brought to FOC at all locations, as identified in Section 5.1, NLT end of CY04 (refer to Appendix B for notional program schedule).

4.4  Establish a Contractor/Government Integrated Product Team (IPT) and execute a plan to manage acquisition, development, and sustainment while maintaining clear visibility into schedule, technical performance, risk, and cost.

4.5  Maintain responsibility for overall program and sub-contract performance to support all necessary program aspects including such items as requirements allocations, interfaces, configuration control, and Government Furnished Equipment/Items (GFE/I).

4.6  Use of an efficient Test and Evaluation (T&E) program providing all required tests and certifications to ensure a successful DT&E/OT&E.  This program will use the Combined Test Force (CTF) concept.

4.7  Use of an Integrated Support Program (ISP) supporting two-level maintenance (organizational and commercial vendor support) after contract completion, with an emphasis on reduced life cycle costs. 

5.0  Program Objective
5.1 Government shall declare FOC at five operational locations after all required tests and certifications NLT end of CY04:

1. System Support Facility (SSF)/Test, Training, and Transition (TTT) site, Tyndall AFB, FL

2. Southeast Air Defense Sector (SEADS), Tyndall AFB, FL

3. Northeast Air Defense Sector (NEADS), Rome, NY

4. Western Air Defense Sector (WADS), McChord AFB, WA

5. Alaska Region Air Operations Center (AKRAOC), Elmendorf AFB, AK

6. Hawaiian Region Air Operations Center (HIRAOC), Wheeler Army Air Field, HI

5.2 Program shall follow a detailed cutover plan that will support asynchronous installation and certification of the proposed system, and ensure uninterrupted continuity of operations at all six locations (refer to Appendix A for the notional cutover plan).

5.3 Program shall include a production representative prototype system for combined Development Test and Evaluation (DT&E)/Operational Test and Evaluation (OT&E), and certification testing.  Further information on testing and certification is contained in Section 12. 

5.4 Contractor shall provide the Government with on-site technical support and expertise for the duration of testing, certification, and accreditation.

5.5 Contractor shall provide the Government with system specifications, architecture and design documents, and user manuals.

5.6 System shall have an open architecture that employs Commercial Off-The-Shelf/Government Off-The-Shelf (COTS/GOTS) hardware and software, compliant with the C2 Enterprise Reference Architecture (C2ERA).
5.7 System shall provide NORAD and PACOM with a viable, interoperable, open architecture C2 and Air Defense platform in support of HLD and NORAD’s mission of Air Sovereignty and Air Defense. 

5.8 System shall provide the capability to generate a Single Integrated Air Picture (SIAP).

5.9 System shall support future development, including potential spirals for BCS-M and fielding to Canada. 

6.0  Program Management

6.1 Contractor shall integrate software, subsystems, and components for the BCS-F system.

6.2 Contractor shall use an Earned Value Performance Measurement system, which employs management tools that will allow measurement of performance and accomplishment against an approved baseline.  Contractor format acceptable if information is adequately provided, clearly understandable, and complies with the EVMS criteria of DOD 5000.2-R.  

6.3 Contractor shall maintain a formal organization of management disciplines to identify, manage, and mitigate program risks to ensure successful integration, implementation, and operation of this contract.

6.4 Contractor shall develop, implement, maintain, and manage to an Integrated Master Schedule (IMS).

6.5 Contractor shall utilize the IPT process to schedule and establish agendas for formal conferences, meetings, reviews, and audits with the Government to discuss program progress, identify potential problems, and resolve identified problems.

6.6 Contractor shall support Technical Interchange Meetings (TIMs) on an as required basis as often as once per month to address technical, logistics, and training issues that require mutual resolution or further clarification.

6.7 Contractor shall maintain an e-mail system compatible with that of the Government’s and shall maintain a video conferencing capability compatible with that of the Government’s system.

6.8 Contractor shall conduct joint contractor/customer program management reviews on a quarterly basis as a minimum.

6.9  It is the Government’s objective that the BCS-F Prime Contractor have and maintain a Software Capability Maturity Level of at least 3.  This maturity level shall be assessed against the SEI Software Capability Model (CMM) or the designated equivalent models: the Software Development Capability Evaluation (SDCE) Model or the SEI Capability Maturity Model Integration (CMMI) for Systems Engineering/Software Engineering (SE/SW).  If the Prime Contractor cannot achieve this level of software engineering process maturity by the time of proposal due date, as evidenced by an independent assessment conducted within two years preceding the proposal due date in accordance with SEI standard procedures, they shall provide a risk mitigation plan, and implementation plan, and a schedule for achieving this level of maturity.

7.0  System Performance

7.1 Contractor shall provide an Air Defense System that meets requirements listed within the System Capabilities Document (SCD).

7.2 Fielded system shall replace legacy systems [AN/FYQ-93, RADIL, AICU] and NCS and provide suitable capabilities to enable the User to meet their mission requirements.  System shall be verified during the test phase, through modeling, simulation, test and/or analysis that the requirements to replace the legacy RAOC-ADS systems are met.

7.3 System shall demonstrate operational effectiveness and suitability to support a Milestone C decision before fielding at the five operational sites.

8.0  Manufacturing and Quality Assurance

Contractor shall establish, document, implement, and maintain a quality assurance (QA) program for the integration, evaluation, and furnishing of the system’s hardware, software, and associated documentation.  Contractor’s QA program shall address all aspects of the Contractor’s work.

9.0  Data

9.1 Contractor shall generate, reproduce, and submit data items in accordance with a Contract Data Requirements List (CDRL).  The Contractor shall develop a recommended CDRL in their proposal.

9.2 Contractor shall maintain a current listing of all internal data generated during the performance of the contract.  The Contractor shall provide on-line access to program data.

9.3 Contractor shall maintain an electronic data interchange capability with the Government, compatible with the Government’s systems.  The standard format for text shall be Microsoft Word and the standard format for schedules shall be Microsoft Project.

9.4 Contractor shall provide technical manuals that will be reviewed and verified by MAJCOMS in coordination with the users.

9.5 Contractor shall supply technical data, system diagrams, and updated facility drawings that reflect BCS-F installation.

10.0  Configuration Management 

Contractor shall implement a configuration management program for the control of all system configuration documentation, physical media, COTS software, and physical parts representing or comprising the entire BCS-F system, using ANSI/EIA-649 and MIL-HDBK-61 for guidance.

11.0  Government Furnished Equipment/Information

11.1  Contractor shall minimize amount of GFE/GFI required to support the replacement effort. 

11.2  Contractor shall not assume the Government will serve as system integrator at any stage of the acquisition process.

12.0  Test and Certification

12.1  Contractor shall plan, develop, and conduct a Test and Certification program.  The goal of the tests is to ensure an orderly progression of system integration and testing that is demonstrable and verifiable.  Test plan will be divided into three verification and validation phases:

1.  Development Test and Evaluation (DT&E)

2.  Operational Test and Evaluation (OT&E)

3.  Certification and Accreditation 

12.2  Informal DT&E will be conducted in-plant by contractor teams and the Government will be given the opportunity to observe.

12.3  A Functional Qualification Test (FQT) shall be conducted by the Contractor on the BCS-F system at the Contractor’s facility to ensure the system is ready to be installed at the TTT facility. 

12.4  Contractor shall perform a Site Acceptance Test (SAT) with customer witnesses (46TS, CTF) following installation of the first system at the TTT facility located at Tyndall AFB, Florida.

12.5  Government will perform a Trial Period/Dual Operations at each of the installations.

12.6  In addition to DT&E and OT&E tests, the Government plans to conduct a series of independent tests for certification.  

12.6.1 Contractor shall provide support to these independent tests to the extent required to complete these tests successfully.  The Contractor shall also provide support for any required regression testing (refer to the BCS-F TEMP for further information on the test and certification process).

12.6.2 Government will perform the following certifications and accreditation with the Contractor’s assistance:



1.  Security Test and Evaluation (ST&E)


2.  Tactical Data Link (TDL) Interoperability Certification – Air Force  

     Interoperability Test (CAF)

3.  TDL Certification – JITC System Interoperability Certification 

4.  NORAD Integrated Tactical Warning/Attack Assessment (ITW/AA)

5.  Other Command, Control, Communications, Computers, and Intelligence Support Plan (C4ISP) Requirements – Certificate of Networthiness (CoN), System Security Authorization Agreement, Joint Technical Architecture (JTA) compliance, and Defense Information Infrastructure (DII) Common Operating Environment (COE) Certification (Level 6, or equivalent).

13.0  Training

13.1  Contractor shall conduct in-plant BCS-F Familiarization Training for Government personnel (and contractors) involved in FQT and for RAOC-ADS key training personnel.

13.2  Contractor shall conduct a training course at the TTT prior to DT&E.  This training will prepare selected personnel to participate in DT&E as well as providing an additional training opportunity for Sector training personnel.

13.3  Contractor shall provide comprehensive BCS-F system training for an initial cadre of operators, maintainers, and system administrators at the TTT in order for the Government to conduct OT&E and sustain 24/7 operations in parallel.

13.4  Contractor shall mentor the training of an initial cadre of operations, maintenance, and system administration personnel at each BCS-F installation location.

13.5  Contractor shall provide initial training materials that are required to establish and conduct the training programs at each site.

13.6  All BCS-F systems shall be delivered with a complete set of commercial and maintenance manuals as well as system operator, system maintenance, system administration, and off-line utilities manuals.   The manuals will provide guidance on BCS-F operation procedures, theory of operations, capabilities, setup, interface, and step-by-step BIT procedures.

14.0  Engineering Support

The contractor shall provide on site support by a trained technician at all 5 locations (SEADS and SSF/TTT are combined) for 8 hours a day, 5 days per week and 24 hour on call coverage for non-duty hours (evening/weekends) from the time SAT is successfully completed through 31 Dec 04.  If the option CLIN 0009 is exercised, the contractor shall provide this same level of support for the option period.  In addition, if option CLIN 0011 is exercised, the contractor shall provide a trained technician to provide 24 hour hot line support.
Appendix A

SITE CUTOVER PHILOSOPHY 

Section 1 Introduction

This paper outlines an initial draft to the BCS-Fixed (Spiral 1) Site Cutover Philosophy; that is, the high-level philosophy by which the BCS-F system achieves full operational capability (FOC) to replace the legacy RAOC-ADS equipment (AN/FYQ-93, RADIL, AICU) and NCS.  This paper’s objective is to provide the Contractor with enough information to realistically estimate the cost and schedule of cutover/transition during the BCS-F development and fielding effort.  Additionally, it is anticipated that as BCS-F proceeds, real-world events may cause changes in this plan; thus, it is essential that the details and timelines of the overall philosophy and each individual sector’s transition be continually reviewed.  

Section 2 Basic Operational Assumptions and Cutover Plan

1.
To the maximum extent possible, the Government will provide the Contractor with a “clean room”.  It will be the Government’s responsibility to remove all of the existing air defense sector legacy equipment (and other related equipment) in this room.  Any activities involving re-configuring prime power, un-interrupted power, HVAC (heating, ventilation, air conditioning), and other environmental issues will be performed by the Government.  It is also the case that the Contractor will have access to prime power and other interfaces at ‘pre-designated locations’ and that the Contractor is provided base access, office workspaces, staging areas, and whatever is reasonably needed for the BCS-F installation.  The Contractor will install and checkout the BCS-F system.  Additionally, the Contractor must make accommodations on/in the operator workstation area for the voice communications system that is expected to be in place at the time of the BCS-F FOC (i.e., either the current voice communications system or its replacement).  In order to mitigate the risk of a misunderstanding of the terms ”clean room” and ”pre-designated locations”, it is expected that the Contractor will define and identify those expectations in the BCS-F proposal.

2.
It will be the Government’s responsibility to ensure that the continuous operations of the air defense mission be pre-arranged at each sector as each sector is cutover from the legacy system to the BCS-F system.  That is, any additional personnel (operational augmentees from other sectors), crew travel, assigning and arranging of other military units, sector expansions, splitting/providing radar/radio communications circuits, moving equipment, etc., and the cost of these activities (e.g., circuit costs) are the responsibility of the Government and not of the Contractor.  It shall be the Contractor’s responsibility to devise a method to support continuous communications with adjacent sectors (cross tell), including Canada and Iceland, and higher HQ (up tell) during site cutover.  The method used will be highly dependent on the architecture of each offeror’s proposed solution.  For example, if the offeror plans to replace the legacy Forward Tell data link to CMOC (and CONR HQ) with a socket J datalink to the GCCS-N (via ADSI), then a simple plan where each site would cut over with no interim configuration and minimal impact to operations would suffice.   If serial J is planned for cross tell to replace the legacy Lateral Tell connection, then a method must be found to temporarily provide connectivity between new and un-modernized sites.

3.
It will be necessary that as part of the BCS-F program, a Test, Training, Transition (TTT) site be added to the procurement.  This TTT site, as its name implies, will be used to perform operational testing and certification, to support individual/crew training, and to facilitate the site cutover/transition from the legacy system to the BCS-F.  In order for the operational testing of this TTT site to be valid and as realistic as possible to obtain the necessary test and certification approvals (refer to the BCS-F TEMP for descriptions of the test and certification requirements), it is anticipated that the TTT site will architecturally be the same as any other operational site (e.g., servers, storage media, switches, local area nets), with the number of operator workstations to be determined at a later date, but assumed for cost purposes only to be approximately half as many as an operational CONUS site (i.e. 20 workstations).  It is also anticipated that the TTT sites will be static in nature and set up co-located with each operational site as this will simplify access to operators, communications circuits, and base infrastructure issues during the initial testing and transition phase of each sector.

4.
The primary TTT site will be at the System Support Facility (SSF) at Tyndall AFB, FL.  This site is located in the same building as the Southeast Air Defense Sector (SEADS) facility.  The Government will provide all of the required power, voice and sensors to the TTT site.  In this way the TTT site can support full operational testing and certification.  When the BCS-F system at the TTT site has been fully tested, certified and has achieved Initial Operational Capability (IOC), the SEADS operations room will be “shut down”.  However, before the legacy SEADS system is turned off, the TTT site will be configured to perform the SEADS mission. In this way, the TTT site can also be used for SEADS individual/crew training in anticipation of the SEADS cutover for the BCS-F system.

5.
The SEADS mission will be run out of the TTT site during the time needed to remove the SEADS legacy equipment and NCS, re-configure the floor space, set up the new Ops floor and Battle Cab, install the BCS-F system, perform installation and checkout, and operationally accept the new system.  By the use of a TTT site, the current operational mission of the NORAD System Support Facility (NSSF) and other systems will be minimally impacted.  Also, the negative impact of any program delays due to un-expected circumstances (e.g., real world events, test delays) can be mitigated since the SEADS mission will not be moved over until the TTT site is fully tested and operationally accepted.

6.
The remaining four sites will use a site cutover philosophy similar to the TTT configuration mentioned above at SEADS.  Each remaining site will identify space within their respective facilities to accommodate a split ops.  Approximately half of the BCS-F equipment would be installed in this temporary TTT facility (approximately 20 workstations), where system verification, air picture validation, and operational acceptance of the system would occur.  Training would be conducted at the local TTT site after which the trained crews would perform their mission from the local TTT facility.  The sector’s permanent facility would then be decommissioned and be prepared for installation of the second half of the BCS-F equipment (i.e., cleaned out, floor plan changes, etc.).  Once the BCS-F equipment on the new Ops floor is operationally accepted, the air defense mission would return to the permanent facility, and the remaining half of BCS-F equipment in the temporary TTT facility would be moved into the sector’s permanent facility.  If they are available, the newly trained maintenance personnel could help install this equipment with assistance from the Contractor.  If any extra hardware is procured under this method, then that equipment could be used as that particular sector’s spares.

7.
In this way, all of the US air defense sectors will be trained and transitioned to the BCS-F system.  It must be noted that there is no specific order for completing the site cutover.  For example, the Western Air Defense Sector (WADS) can be transitioned before the Northeast Air Defense Sector (NEADS), Hawaii before Alaska, etc.  The Government (via the operational community) will determine the final order for site cutovers.  Because of the anticipated length of time for the initial testing and training for the first installed system, it is recommended that SEADS be the first site for the BCS-F system.  Unforeseen first installation issues can be mitigated due to convenient access to operators, sensors, and other necessary personnel and equipment.  

8.
If and when the BCS-F program becomes Bi-National with Canada, it is not anticipated that the cutover for the new Canadian sector will be a significant issue.  Currently, there are plans in Canada for construction of a new building.   Any cutover/dual operations in Canada will be accommodated via the BCS-F system being installed in the new building while the legacy system is left in place until BCS-F training is complete and the system is operationally accepted by Canada.  As with the CONUS sectors, any additional cost incurred for dual operations (e.g., personnel, communications) will be the responsibility of the Canadian Government. 

9.
The contractor shall provide personnel with appropriate (SECRET) clearances for all on-site installation, checkout and test activities.

Appendix B

Notional BCS-F Schedule
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