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MISSION NEED STATEMENT

FOR

BATTLE CONTROL SYSTEM (BCS) AC2ISRC (USAF) 002-99
1 Defense Planning Guidance (DPG) Element. The Battle Control System (BCS) Mission Need Statement (MNS) supports the Defense Planning Guidance for FY01-05 dated April 1999, with emphasis on: the future Command and Control (C2) and FY00 Intelligence, Surveillance and Reconnaissance (ISR) Mission Area Plans (MAP); the Aerospace Command and Control, Intelligence, Surveillance and Reconnaissance Center (AC2ISRC) Ground Theater Air Control System (GTACS) Modernization Roadmap; the AC2ISRC/Air Force Space Command ISR Integrated Roadmap and Investment Plan (IRIP); and future Command, Control, Communications, Computers and Intelligence (C4I). It will facilitate the development of the Operational Requirements Document (ORD) for the BCS. It also makes critical contributions to the Air Superiority, Global Attack, Search and Rescue, and Agile Combat Support MAPs.
2 Mission and Threat Analyses.

2.1 Mission. The BCS will replace the current Control and Reporting Centers/Elements (CRC/E) and will have two basic components - the Battle Control Center (BCC), and the Radar/Communications Cell (RCC). It will be an automated C2ISR system contributing to dominant battlespace awareness and supporting of the full spectrum of military operations. The BCS is a theater asset that supports the Joint Force Commander (JFC)/Joint Force Air Component Commander (JFACC)/Area Air Defense Commander (AADC) requirement for tactical level air battle management by performing the following core competencies: Theater Air Defense (TAD) (including Joint Theater Air and Missile Defense (JTAMD) and Time Critical Targeting (TCT)); C2 Data Link Management; Surveillance; Combat Identification and Air Battle Execution. Also supported are the requirements for engagement-level execution of the air campaign Air Tasking Order/Airspace Control Order (ATO/ACO) to include real/near-real time sensor correlation/fusion contributing to the single integrated air picture (SIAP). This is a critical component for both the Common Tactical Picture (CTP) for the JFACC and the Common Operational Picture (COP) for the JFC.
2.2 Mission Deficiency. Future contingencies will expand the scope and complexity of C2 operations in Military Operations Other than War (MOOTW) to Major Theater War (MTW). The operational requirement for an accurate and timely battlespace picture is rapidly exceeding the fielded capability. The current system is based on communications and electronics systems that are becoming obsolete/unsupportable and provide limited data, voice and imaging transmission capability. It is a “closed architecture” system that limits employment flexibility and interoperability. The size and lack of tailorability limit the current system’s utility in responding to and supporting the Air Force’s expeditionary construct. The current system is not Defense Information Infrastructure – Common Operating Environment (DII-COE) compliant, nor is it interoperable with the Global Command and Control System (GCCS)/Theater Battle Management Core Systems (TBMCS) environment. 
2.3 The current sensor (TPS-75) will become increasingly difficult to maintain due to diminishing material sources (DMS); reliability and equipment ready-rates will suffer. Today's sensor is limited in detecting small radar cross section targets that will increasingly define future target sets. These deficiencies describe a C2 system that, without modernization, will not fully meet future warfighter C2 requirements. 

2.3 Mission, Objectives and General Capabilities. The BCS must provide existing Theater Battle Management (TBM) functions with expanded capabilities in JTAMD and TCT. It must leverage current technology and automated decision tools to improve the C2 process while retaining an open architecture for future upgrades. It must meet DII COE compliance and interoperate in GCCS/TBMCS architectures. It must accept, process, and correlate/fuse data from multiple sensor/information sources to share it throughout the battlespace using a multitude of communications systems. It should enhance training opportunities for assigned personnel and facilitate an overall manpower reduction.
2.3.1  Theater Battle Management (TBM). As it pertains to theater air operations, TBM is comprised of those decisions and actions made by the JFC, JFACC, AADC, and their subordinate commanders at the operational level which cause air force assets to influence, act, or react to the theater air battle at the tactical level. TBM is supported by information enabling the necessary decisions, actions, or directed reactions to be made. As an integrated weapon system, the BCS must provide the information enabling TBM in accordance with joint and service-specific procedural guidance. It will improve battle management by utilizing expert decision (collaborative) tools, Dynamic Battle Management (DBM) tools, a sensor deployment analysis capability, management of unmanned aerial vehicles (UAV) and other remote sensors, off-line planning functions, and communications connectivity. The BCS must be capable of developing an integrated view of the joint battle space and provide both a graphic, tabular, and narrative displays. It will support identification and engagement of; air breathing threats, time critical targets, theater ballistic missiles, cruise missiles (CM) and protect against/support electronic/information warfare. It will provide a back-up ATO and ACO distribution capability and will interface with future weapons systems. The core competencies the BCS requires to perform TBM are:

2.3.1.1  Theater Air Defense (TAD). TAD refers to the integrated employment of the JFACC's forces to destroy or neutralize enemy offensive aircraft and theater missiles in order to protect friendly forces and vital assets. TAD operations against traditional air-breathing threats are performed under air battle execution (see paragraph 2.3.1.5). The BCS must better support TMD and TCT as an integral part of TAD. It must have an improved capability to detect and track small RCS targets, cruise and theater missiles. It must also exploit data from various joint, combined, and national intelligence assets,  reconnaissance/surveillance sensor platforms/systems, as well as organic BCS sensors. 

2.3.1.2  Data Link Management. The BCS must have the capability to manage, correlate, and forward data link information contributing to the SIAP. The BCS must exchange sensor data with joint/coalition execution-level facilities, force-level C2 facilities and sensor platforms for the development of the real/near-real time integrated battlespace picture. The system will be secure, high speed, accurate, reliable, and be capable of providing data to support real-time fire control systems.

2.3.1.3 Surveillance.   The BCS must support the integration of multiple sensor types (microwave RADAR, bi-static RADAR, space-based sensors etc.) from organic, and non-organic joint, coalition, national, or host nation civil/military assets. The system must support a large volume of aerospace, land, and maritime surface traffic and have the capability to exchange surveillance data with allied, joint and federal intelligence/law enforcement systems and support fire control data links. A real/near-real time integrated battlespace picture will be produced and provided to other users, specifically the JFACC, from the collection and correlation of sensor data. The BCS’ organic sensors will be designed to (1) allow remote control of operations (2) allow remote maintenance diagnostics (3) be tactically mobile (4) provide electronic protection (EP) and (5) degrade gracefully. The BCS must have an improved capability to detect and track small RCS targets, including cruise and theater missiles.
2.3.1.4 Combat Identification (CID). The system will provide CID using evolving technologies in the areas of passive identification, electronic ID/positive ID, and non-cooperative CID. The system must support automated track identification, flight plan processing and hand over of aircraft to military RADAR units and International Civil Aeronautical Organization (IACO) regulated civilian agencies.

2.3.1.5 Air Battle Execution. The BCS will be capable force allocation and weapons control functions in support of Counter Air (Offensive & Defensive), Interdiction, Close Air Support (CAS), Aerial Refueling (AR), and Combat Search and Rescue (CSAR). It must integrate TCT and TMD (examples: automatic real time warning, generate and disseminate launch point and impact point information and missile information). The BCS will dynamically interconnect with databases in other battle management functions to enable the update of the ATO/ACO and direct the diversion of joint/allied missions to TCTs from any of the nodes designated to have execution authority. It will provide weapons status of other services to support weapons assignment of sea- or land-based surface-to-air missiles and surface or combat aviation against TCTs. 

2.3.2 Interoperability. The BCS must be compatible, integrate, and interoperate with existing, programmed, and future surveillance and intelligence systems allowing selective services (transmit/receive), data processing, fusion, and display from those sources without the use of additional interfacing computers; a true "plug and play" environment. It will produce a fused, real/near-real time picture to support the requirements of conducting operations in the modern battlespace. It will use a common battle managers' system of software, displays, and applications allowing joint/coalition interoperability. 

2.3.3 Communications. The BCS communications must be enable interoperability outlined above for both military and commercial systems. It will provide capabilities for redundant, remoteable, and non-deterministic routing. It must have a self test capability and degrade graceful. The equipment will be multi-spectrum, media independent, secure, and jam resistant. It must be high capacity, compact, rugged, reliable, lightweight, and capable of rapid setup in austere environments with a reachback capability. It will be designed for seamless integration of new capabilities and be DII-COE compliant.  

2.3.4 Training Requirements. The BCS must have the embedded capability to generate training scenarios throughout the spectrum of military operations simultaneously with live operations. It must be a key node in a Distributed Mission Training (DMT) environment providing distributed/interactive simulation to joint/combined/composite system level force training scenarios and providing a recording/debriefing capability. 

2.3.5 Deployability/Tailorability. The BCS must be a system composed of composite/lightweight sub-systems that enable/enhance easy tailorability. It will be rapidly deployable and capable of being transported by multiple methods (land, air, and sea). The system must be capable of supporting specific operational needs of the JFACC with a minimal deployment footprint. The system must support the expeditionary deployment construct and deliver a battle management capability within the timeframes required for force employment. The system must be capable of deploying as an independent asset if required.

2.4  Operational Threat Environment. BCS elements will be deployed worldwide to support US objectives. The critical theater C4I capability of the BCS makes it a high profile target during MOOTW/MTW. A full range of hostile threats (ground-based, airborne, or seaborne) may be employed to reduce or cripple this capability. Threats include physical destruction, electronic warfare (electronic attack (EA) and electronic warfare support (ES)), information warfare, intrusion and deception, chemical/biological weapons and electromagnetic pulse (EMP) from nuclear weapons. Information can be found in a variety of threat assessments including, but not limited to, the following:

· National Air Intelligence Center (NAIC) Agile Combat Support Threat Environment Description. NAIC 1571-0664-99, Feb 99. (SECRET NOFORN) 

· NAIC (Foreign Aerospace Science and Technology Center (FASTC). Electronic Combat Threat Environment Description. NAIC 1574-0731-98, Jan 98. (SECRET US ONLY)

· HQ ACC/DIOA. Threat Assessment for the Air Control Squadron (ACS) CONOPS, Sep 98. (SECRET NOFORN)

· NAIC System Threat Assessment Report (STAR) for Joint Tactical Information Distribution System/Multifunctional Information Distribution System (JTIDS/MIDS). DoD-1574-0465-97, 1 Apr 97. (SECRET US ONLY)

· NAIC Air Base Systems Threat Environment Description. NAIC 1571-664-95, Jun 95. (SECRET NOFORN WNINTEL)

· Air Force Materiel Command/Electronic Systems Center (AFMC/ESC). Intelligence Threat Assessment (ITA) for Regional operations Control Center/Sector Operations Control Center. ESC/IN 2660-09-93, Nov 1993. (SECRET WNINTEL/Rel CAN)

· Air Force Systems Command/Electronic Systems Division (AFSC/ESD). System Threat Assessment Report (STAR) for Modular Control Equipment (MCE). ESC/IN-2660-05-8920, Jul 1989. (SECRET NOFORN WNINTEL)

3 Timing of Need and General Priority. The technology of the current CRC/CRE elements of the GTACS is outdated. This legacy system must be modernized to participate in the distributed environment required to provide the capability the JFACC needs to execute the air campaign. 

3.1 Non-Materiel Alternatives. Based on an assessment of mission needs, there are no changes to current AF, joint or allied doctrine, operational employment concepts, organization, or tactics, which could provide for non-material solutions.
4 Potential Materiel Alternatives. Modification and upgrade/replacement of existing equipment should be explored to determine the most cost-effective approach for satisfying these requirements.  Existing C2 software from other programs could be modified to provide the baseline for the BCS. These systems do not individually address all AF C2 requirements; however, the BCS could leverage off these systems to reduce acquisition cost and development/fielding timelines. 
5 Constraints.

5.1 Logistical Support. The system must be highly reliable and maintainable, utilizing 2-level maintenance. No new, unique facilities, tools, test or repair equipment will be developed. The logistics support system must be lean, responsive, and economical.

5.2 Transportation. All components must be modular and transportable via standard military and commercial air, land, and sea modes. Critical components must configurable into modular impact resistant loads.

5.3 Geospatial Information and Services (GI&S) Support. The solution must be capable of exploiting and integrating Department of Defense (DoD) GI&S provided by the National Imagery & Mapping Agency (NIMA), civil/commercial sources, and selected allied nation geospatial information (mapping) material. All GI&S should be compatible with the World Geodetic System (WGS), DOD’s global reference system. 
5.4 Manpower, Personnel, and Training. The BCS will not drive the creation of new Air Force Specialty Codes for operations/maintenance. Manning must be assessed before final system requirements can be determined. Appropriate training will be included.

5.5 C4I Interfaces. Solutions must comply with the Joint Technical Architecture (JTA). 
5.6 Security. The system must operate and handle SECRET information but should not limit future capability to have multi-level security, if/when required. The system must be configurable to filter information for multinational use, especially when data linking.

5.7 Standardization or Interoperability. All transmitter components will be certified (DD Form1494) and operate on approved frequencies. The BCS must interface with joint, allied, and coalition C2/Integrated Air Defense Systems. It must comply with directed message standards/protocols, testing, and certification. The system must comply with DoD, National, and International spectrum management policies and regulations. 
5.8 Operational Environments. The BCS must operate in all global environments: arctic, tropic and desert extremes; high dust and sand winds and salt-laden humidity. It must operate compatibly in the operational electromagnetic environment.

6 Joint Potential Designator (JPD): Joint Interest: USA, USN, and USMC.


