Common Link Integration Processing (CLIP)/Tactical Data Link Common Software (TDLCS)

Request for Information (RFI)

The Tactical Links International Program Office/PEO (C4I) has teamed with the Air Force Tactical Data Link System Program Office (TDL SPO), the Army PEO (Aviation), the Navy Common Avionics Program Office (PMA 209) of the Naval Air Systems Command (NAVAIR) to form an Integrated Product Team (IPT) that is seeking information from Industry pertaining to a possible future procurement and/or development of a joint service, cross-platform, Tactical Data Link (TDL) message processing and integration application for use in a variety of military platforms and installations, including ( but not limited to) aircraft, ships, command & control shore sites, and ground based tactical units.  The Integrated Product Team will carefully consider submitted information in developing its procurement strategy to obtain such a capability.

The traditional approach to TDL integration has been to develop a customized implementation for each individual platform that is embedded within an onboard mission computer.  Host platform integration has consistently been the greatest challenge for platforms requiring a TDL capability, particularly in the advanced and complex arena of Link 16 communications. There have been exceptions to this approach.  For example, on US Navy Ships, a significant amount of platform TDL message processing and integration occurs in the Command & Control Processor (C2P).  Reducing cost and risk, while achieving commonality in implementation, provides the incentive to seek an integration solution that segregates the TDL processing functionality in a Common TDL Processing application or module.  

This Joint Navy/Air Force/Army initiative, originally titled Low Cost Integration (LCI), is in its final investigative and planning phase.  The program is now called Common Link Integration Processing (CLIP).  Though the USAF retains the label of Tactical Data Link Common Software (TDLCS) for the application in local usage, the terms are synonymous and the program will be referred to as CLIP in DoD parlance.  CLIP is envisioned to be a common software solution that will provide a range of TDL functions that are tailorable to individual platforms needs, capable of being hosted in a range of architectures.  It is intended that this capability isolate the platform mission computer/combat system from the many changes that occur with TDL evolution thereby facilitating the incorporation of changes to existing TDL standards without impacting the host platform systems.  This will be an evolutionary spiral development process with functionality specified at each delivery point to match platform TDL requirements. 

The CLIP IPT is developing a program plan and strategy that will result in a best value acquisition, with full and open competition, where offerors would submit cost and technical proposals, demonstrate relevant concepts & capabilities at a government laboratory, and provide an oral presentation.

Information desired at this time:

1. Executive Summary

1.1  What is your proposed program and technical approach?  

1.2  What type of program planning and strategy would you propose?  

2. Functionality of the TDL Processing capability to include:

2.1 What software application(s) do you currently have that perform Tactical Data Link processing?

2.2 What TDLs does the application process (i.e. TADIL J/Link 16, Link 22, TADIL A/Link 11, TADIL C/Link 4A, TADIL K/JVMF, Joint Range Extension (JRE), Satellite TADIL-J, etc.) ? 

2.3 What message set and transmit/receive rules are implemented or planned? 

2.4 Is your system currently certified for both Transmit and Receive or for Receive only?

2.5 What Service or Joint interoperability certifications have been received?

2.6 Does the application process more than one TDL? If so, does the application translate/data forward between TDLs and has this function been certified by Service or Joint Interoperability testing organizations?

2.7 Does the application perform any track management functions such as ID/Conflict resolution, local track to remote track correlation, data registration/gridlock processing, Reporting Responsibility (R2)  processing, etc?

2.8 Does the application perform any track or message filtering functions?

2.9 Can the application perform any terminal or radio control functions?  For instance, in Link 16, can the application provide for terminal initialization and network loading?  If so, specify the terminal/radio/modem(s) with which the application can interface.

2.10 Can the application process inputs from other C4I Information links such as TRAP, TIBS, OTH-Gold, or others?

3. Developmental and architectural information, such as:

3.1 Is there an existing government sponsor or customer?  

3.2 Is the application proprietary?  If so, all or partial?  Specify which parts.

3.3 In what programming language is the application written?

3.4 What are the code size (SLOC not including comments) and executable size?

3.5 What design tools, if any, were used in development?

3.6 Is there a designed Application Programming Interface (API)?

3.7 What platforms currently utilize your API?

3.8 Is the application code non-proprietary or is the source code available for purchase?

3.9 Is shared memory or other means provided for transferring data between two applications?

3.10 Are there any existing user or maintenance training resources or supporting documentation?

3.11 Is there a documented Interface Requirements Specification (IRS) or Interface Control Document (ICD) for any military application mission computer or any other computing devices? 

3.12 What networking layer protocols are supported; i.e. MIL-STD 1553, TCP/IP, ARINC-429, X.25, ADDSI, etc.?

3.13 Is the application POSIX compliant?

3.14  Is the System (including your operating system) a true Real-Time System or Non-Real-Time? Is your system used for Real-Time purposes or for Situational Awareness?

3.15 What processors and operating systems is the application compatible with?

3.16 What terminals/radio/modems/data terminal sets can the application currently interface with, and what terminal interfaces are planned?

3.17 What interfaces or architectural upgrades are required to support future radio upgrades to the Joint Tactical Radio System (JTRS) Software Communications Architecture? 

3.18 Describe how the software architecture minimizes the coding effort associated with implementing changes in the link standard and added functionality, i.e. the incorporation of additional terminal/modem interfaces, enhanced TDL capabilities, etc.

3.19 Has the application been demonstrated to be functional on more than one platform?  If so, list and provide references.

3.20 What stage of development is the application in?  For instance, is it a mature product under version control, or is it in beta test? Has it been fielded or operationally tested?   Please provide any details pertaining to completed, ongoing or planned government test events.

3.21 Provide the developer’s SEI CMM level of certification.

3.22 Provide any other information not specifically requested in this RFI but which might provide further characterization or specification that could be deemed notable.

4. Weapon integration and sustainment.

4.1 What experience integrating software into weapon systems do you have?

4.2 What is your proposed methodology for and approach to software sustainment?

4.3 What is your experience in the sustainment of software for weapon systems?

4.4 What are your processes for distributing and loading software in the field?

4.5 How do you manage software upgrades and implement change control? 

4.6 What is your experience in working with TDL standards working groups?

4.7 What is your software support experience for major weapon systems software?

5. Contact information:

5.1 Company name, address and a primary engineering and program management points-of-contact with name, phone number and email address.

5.2 Provide a brief description of current and/or previous TDL solution development experience.

General comments/questions - Additional comments/questions about any aspect of this acquisition are welcome.

Should interested parties require additional information beyond that provided in this RFI or should they have questions related to this RFI, they may submit such requests and/or questions to Jon Wester, Tom RYandTomjon.wester@navy.mil by 15 November 2002. The CLIP IPT will respond individually to each request and/or question no later than 20 November 2002. Answers to questions will be provided either individually or globally via a posting to this Market Survey file on the SPAWAR E-Commerce Central web site. The CLIP IPT reserves the right to not respond to any or all submitted questions.

Responses to this RFI shall be sent per the instructions below to be received no later than  2 December 2002. Acknowledgment of receipt of information will not be made nor will telephone inquiries be honored.  Submissions received after the due date may be reviewed but may not be considered in contract planning or in the creation of a solicitation.  

The CLIP IPT proposes to hold an Industry Day session, consisting of a programmatic overview by the IPT and the opportunity for respondents to hold one-on-one presentations (no longer than 1 hour each).  Industry Day(s) will be held starting 10 December, 2002. Participation, though encouraged, is not required to respond to this RFI.

Timeline Synopsis:

15 November 2002………….
Questions pertaining to RFI due NLT

20 November 2002………….
Replies to questions due

2 December 2002…………

RFI responses due

10 December 2002…………
Industry Day

Instructions for responses:

The response to this RFI shall be submitted either in electronically (soft copy) or physically (hard copy). Responses will be sent to all three Technical Points of Contact (POCS) listed below.  Submission of proprietary information is not desired.
Soft copy is preferred, and may be delivered either via email attachment or on CD media. Electronic submissions shall adhere to the following guidelines: 

1. Each response shall be generated using Microsoft Word version 6.0 or higher and New Times Roman format with 12 font characters.

2. Each response shall be submitted in an Adobe Acrobat 5.0 .pdf file.

3. If the file(s) is/are to be transmitted by email, the maximum size of the attachment(s) shall be no larger that 5 Megabytes.  If a compression format is used, the contractor shall use WinZip to compress the resulting files before submittal via email.


If hard copy submission is chosen, the respondent must provide five (5) complete hard copy packages to each of the technical POC offices listed below, which must be received (not postmarked) by the due date. Hard copy submissions shall adhere to the following guidelines: 

1. Each response shall be generated using Microsoft Word version 6.0 or higher and New Times Roman format with 12 font characters.

2. 
Technical Points of Contact:

Mr. Tom Ryan

thomas.ryan@navy.mil
619-524-7791

Tactical Links Program Office/ PEO(C4I)

4301 Pacific Hwy

San Diego, CA 92110

Lt David Curb

David.Curb@hanscom.af.mil
781-377-9980

Tactical Data Links System Program Office

45 Arnold Street, Building 1600

Hanscom AFB, MA  01731-2102

Ms. Maureen Bernard

BernardM@navair.navy.mil
301-757-5899

Failure to respond to this RFI does not preclude participation in any future competition for this requirement, nor will information provided in response to this RFI be used to exclude anyone from responding to any future Request for Proposals.  

This request for information is not a request for proposal and does not represent a commitment on the part of the Government to ultimately issue a request for proposal or award a contract.  The Government will not pay for any information provided in response to this RFI.  

�This question is very open to interpretation as to how much detail is required.  Expect to get questions on this.
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